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Abstract: The smart city comprises various infrastructures, including health-
care, transportation, manufacturing, and energy. A smart city’s Internet of
Things (IoT) environment constitutes a massive IoT environment encom-
passing numerous devices. As many devices are installed, managing security
for the entire IoT device ecosystem becomes challenging, and attack vectors
accessible to attackers increase. However, these devices often have low power
and specifications, lacking the same security features as general Information
Technology (IT) systems, making them susceptible to cyberattacks. This
vulnerability is particularly concerning in smart cities, where IoT devices are
connected to essential support systems such as healthcare and transportation.
Disruptions can lead to significant human and property damage. One rep-
resentative attack that exploits IoT device vulnerabilities is the Distributed
Denial of Service (DDoS) attack by forming an IoT botnet. In a smart city
environment, the formation of IoT botnets can lead to extensive denial-of-
service attacks, compromising the availability of services rendered by the
city. Moreover, the same IoT devices are typically employed across various
infrastructures within a smart city, making them potentially vulnerable to
similar attacks. This paper addresses this problem by designing a defense
process to effectively respond to IoT botnet attacks in smart city environ-
ments. The proposed defense process leverages the defense techniques of the
MITRE D3FEND framework to mitigate the propagation of IoT botnets and
support rapid and integrated decision-making by security personnel, enabling
an immediate response.
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1 Introduction

Smart cities aim to achieve sustainable urban development and high quality of life by applying
information and communication technologies (ICT) in urban settings [1]. Smart cities gather data
through on-site sensors and the IoT to provide users with timely services in real-time. The IoT

https://www.techscience.com/journal/iasc
https://www.techscience.com/
http://dx.doi.org/10.32604/iasc.2023.040019
https://www.techscience.com/doi/10.32604/iasc.2023.040019
mailto:seojt@gachon.ac.kr


2980 IASC, 2023, vol.37, no.3

environment of a smart city constitutes a massive IoT environment encompassing numerous devices.
As many devices are installed, managing security for the entire IoT device ecosystem becomes
challenging, and attack vectors accessible to attackers increase [2]. Most IoT devices have low power
and specifications, lacking the same security functions as general IT systems, rendering them more
susceptible to cyberattacks than IT systems [3]. It has been demonstrated that IoT devices without
basic security measures are vulnerable to threats due to open remote connection ports, low firmware
versions, and plaintext data transmission [3]. These vulnerabilities can also apply to IoT devices
installed in smart cities. Consequently, IoT devices installed in smart cities are exposed to cyber
threats [4].

A smart city comprises various infrastructures, including healthcare, transportation, manufac-
turing, and energy. In each infrastructure, identical IoT devices are employed to deliver services, and
these devices are likely to implement uniform security measures. This exposes attackers to potentially
exploit the same vulnerability to attack target all IoT devices. A representative attack leveraging these
weaknesses is a DDoS attack by forming an IoT botnet [5]. A smart city constitutes a large-scale
IoT environment encompassing many IoT devices. The formation of IoT botnets within this massive
IoT environment can precipitate extensive denial-of-service attacks, compromising the availability of
services rendered by smart cities. Services within smart cities are intimately connected to fundamental
support systems, such as healthcare and transportation. Consequently, disruptions in these services
may result in significant human and property damages [6,7].

Although studies have proposed IoT security models, processes, and architectures, few studies
target smart city environments to counter these security threats. Also, among the MITRE frameworks,
few studies utilize defense specific D3FEND.

Various infrastructures, such as healthcare, transportation, manufacturing, and energy, exist in
smart cities. The numerous infrastructures of smart cities comprise massive IoT environments with
many IoT devices. The same defensive techniques should be applied to numerous IoT devices in smart
cities. However, each infrastructure may have different levels of defense techniques due to factors such
as varying security workforce capabilities and headcount. This may result in delayed decision-making
to respond to IoT botnets. As IoT botnets scale, their damage becomes more significant, necessitating
prompt responses. In this paper, we design a defense process that can respond to IoT botnets in a
smart city environment through the MITRE framework. The process can support quick and unified
decision-making by network and security personnel in each infrastructure. The contributions of this
paper are:

� Threat analysis of IoT botnets in a smart city environment through the examination of existing
distributed IoT botnets.

� Designing an IoT botnet defense process in a smart city environment through the MITRE
framework to support quick and unified decision-making by security personnel.

� Comparative analysis of existing IoT botnet response and designed defense process.

This paper is organized as follows: Section 2 discusses related research and background, Section 3
analyzes existing IoT botnets, Section 4 designs a defense process specific to IoT botnets using the
MITRE framework, Section 5 evaluates the defense process, and Section 6 concludes the paper.
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2 Background and Related Work
2.1 Smart City Architecture and Components

In the study by Haque et al. [8], the smart city hierarchy was classified into four distinct types.
These encompassed the layer responsible for data collection through sensors and IoT devices deployed
in the field, the layer facilitating data transmission to the upper layer, the layer handling data processing
and management, and finally, the layer delivering services based on the outcomes derived from the
lower layer.

In the study by Jameel et al. [9], the prevailing state of modern smart cities was analyzed, and the
smart city framework was divided into three types. These consisted of the application layer providing
data as the top layer, the network layer connecting the bottom and top layers, and the sensory layer
collecting data.

In the study by Lee et al., the main components of a smart city were identified by dividing them
into major devices, systems, and networks. The cyber vulnerabilities of the identified components were
closely examined to analyze possible attack scenarios and ripple effects.

Based on the analysis of the aforementioned studies, the most suitable architecture for this
paper was deemed the four-layer architecture proposed by Haque et al. These layers comprise a
data collection layer using field-installed sensors and IoT devices, a data transmission layer, a data
processing and management layer, and a service provision layer based on the results from the lower
layer. The detailed description of each layer is as follows:

� Sensing Layer: The Sensing Layer collects data through IoT devices, such as illuminance,
humidity, temperature, and camera sensors. Data collection in smart cities is crucial for
decision-making and automation in providing services; thus, enhancing the data collection
vector improves the quality of services offered by smart cities.

� Transmission Layer: The Transmission Layer transmits data collected by sensors and IoT
devices using communication technologies like Wireless Fidelity (Wi-Fi), 4G/Long-Term
Evolution, and 5G.

� Data Management Layer: The Data Management Layer processes and manages collected data,
performing tasks such as editing and merging to provide services. Artificial Intelligence (AI)
technology can be utilized for efficient data processing, and since a large volume of data is
generated from various infrastructures, adequate storage space is needed.

� Application Layer: The Application Layer delivers necessary services in various smart city
infrastructures using the data processed and analyzed in the previous layer.

Fig. 1 shows the components analyzed in the research of [5,8–10], and the four layers classified by
Bahalul Haque and two others.

2.2 Analysis of MITRE Adversarial Tactics, Techniques, and Common Knowledge (ATT&CK)
The MITRE ATT&CK is a knowledge base containing information on attacker tactics and

techniques derived from real-world data and accessible to everyone [11]. The MITRE ATT&CK frame-
work provides detailed insights into cyberattacks and threat actors. It analyzes attack information
from the Tactics, Techniques, and Procedures (TTP) perspective and presents it in a matrix form [12].
Moreover, ATT&CK offers information on attack tactics, techniques, and methods for detecting and
mitigating these techniques. Attack modeling techniques, such as MITRE ATT&CK, deliver visual
cyberattack representation options that aid decision-making for security experts and non-experts
[13]. This framework categorizes attack tactics and techniques into Enterprise, Mobile, and Industrial
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Control System (ICS) domains. The Enterprise domain represents attack tactics and techniques for
common IT systems, including Windows, Linux, and networks. As IoT devices employ Operating
Systems (OS) like embedded Linux and Windows 10 IoT, they can leverage attack information
from the Enterprise domain. It comprises 14 tactics, 193 attack techniques, and 401 detailed attack
techniques, making it easier to identify specific attack information. The attack tactics in the Enterprise
domain can be divided into those executed before and after attacks. The tactics performed before the
attack encompass all tactics from the onset of the attack, excluding Reconnaissance and Resource
Development. Initial Access refers to a method for an attacker to access initial assets. Execution
represents a method for an attacker to execute malware to perform malicious actions in the accessed
system. Upon malware execution, tactics such as Defense evasion, Privilege escalation, and Persistence
are performed. The attack can then propagate to other systems through the Lateral Movement
tactic. Lastly, Impact is a tactic that damages availability and integrity, such as system destruction,
service interruption, and data tampering. Table 1 describes the attack tactics featured in the MITRE
ATT&CK’s Enterprise domain.

Figure 1: Smart city architecture and components

Table 1: MITRE ATT&CK tactic description

Tactic Description

Reconnaissance Information gathering for attack execution
Resource development Developing resources to conduct an attack
Initial access System initial access tactics
Execution Malware execution tactics
Persistence Tactics for continuing malicious behavior
Privilege escalation Elevate the attacker’s privileges for malicious behavior
Defense evasion Tactics to evade detection of malicious behavior
Credential access Credential theft
Discovery Gathering intrusion system and network information
Lateral movement Peripheral system access through network discovery

(Continued)
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Table 1 (continued)

Tactic Description

Collection Collecting arbitrary data that attackers want
Command and control (C&C) Perform malicious behavior through the server communication
Exfiltration Stealing data collected and generated by the system
Impact Manipulating, interrupting, and destroying system data

2.3 Analysis of MITRE Detection, Denial, and Disruption Framework Empowering Network Defense
(D3FEND)

The MITRE D3FEND was developed in 2021 as a knowledge graph containing information
about defender tactics and techniques [14]. While ATT&CK focuses on offensive strategies, D3FEND
emphasizes defense, defining a set of defensive techniques that can be employed when designing
and implementing security components. It aims to articulate the defense phases against cyberattacks
and continues to evolve by incorporating new defensive tactics and techniques. D3FEND aligns
with ATT&CK’s attack tactics and techniques, supporting a comprehensive understanding of offense
and defense [15]. By utilizing both frameworks in tandem, one can enhance their understanding
of attack techniques and tactics and establish effective defense strategies to counteract them. This
facilitates easier sharing of threat-related information within and across infrastructures and enables the
coordination of defensive operations [16]. Furthermore, it simplifies user implementation by providing
detailed descriptions and implementation methods for defensive technologies. Given these advantages,
D3FEND can be employed for developing and optimizing integrated security strategies and processes
in environments divided into various infrastructures, such as smart cities. Defensive tactics are actions
to achieve specific defensive objectives and are categorized into five groups. D3FEND provides five
defense tactics and 521 artifacts that can identify 177 defense techniques and attacks. Table 2 below
presents MITRE D3FEND’s current defensive tactics and descriptions.

Table 2: MITRE D3FEND tactic description

Tactic Description

Model Used to apply security engineering, vulnerability, threat, and risk analysis to
digital systems

Harden A tactic is performed before the system is activated to increase the attacker’s
attack cost

Detection Identify malicious and unauthorized access to your network
Isolate Prevent access by creating logical and physical barriers to the system
Deceive Decoy tactics for collecting attacker information and accessing ships
Evict Tactics to eliminate attackers from the network

2.4 Related Work
A study by Pichan et al., designed and proposed a forensic architecture capable of addressing

cyberattacks on many IoT devices [17]. This research summarizes IoT device forensic challenges and
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defines requirements for conducting forensics. In order to tackle issues arising during forensics on
numerous IoT devices, an event logging and data collection framework for IoT devices in a cloud
environment is proposed. The study’s scope encompasses event logging and data collection. Utilizing
the IoT device forensic requirements and framework established in this study, basic parameters for
IoT devices can be secured, and difficulties arising from existing heterogeneity in forensics can be
overcome.

A study by Dietz et al., proposed a method to inhibit the proliferation of IoT botnets from
countering large-scale cyberattacks executed through IoT botnets [18]. The suggested method prevents
IoT botnet attacks by initially scanning vulnerable IoT devices and isolating them on the network
through routers to which the IoT devices are connected. The proposed method is restricted to a smart
home network and requires a connection to an IoT device in an access router. Nevertheless, it has
the advantage of considering using heterogeneous IoT devices and utilizing Common Vulnerabilities
and Exposure (CVE) for vulnerability scanning. Devices identified as vulnerable during scans are
automatically quarantined by updating rules in the router’s internal firewall.

A study by Mashaleh et al. introduced a methodology to prevent DDoS attacks by quickly detect-
ing IoT botnets using machine learning [19]. This research divides IoT botnet processes into scanning,
propagating, and attacking to prevent DDoS attacks. The proposed methodology involves collecting
network packets, sampling to reduce data volume, and extracting features through preprocessing.
Machine learning is employed by classifying the extracted features into three types of IoT botnet
operations. Ultimately, the machine learning outcomes are delivered to security personnel, enabling
them to quickly detect IoT network attacks and mitigate their spread.

A study by Akbar et al., matched related attack and defense techniques from the ATT&CK and
D3FEND frameworks [20]. To accomplish this objective, the description texts of techniques supplied
by the ATT&CK and D3FEND frameworks serve as datasets. Through Natural Language Processing
(NLP), the association between attack and defense techniques is derived. This process ranks defense
techniques that can counterattack techniques and presents a list to security personnel. The ranked list
supports prompt decision-making, as security officers only need to select from the provided defense
technique list.

In a study by Aghamohammadpour et al., a threat-hunting system is designed based on the
Department of Defense Architecture Framework (DODAF). Threat hunting involves internal security
personnel detecting and addressing inherent system threats before an attack occurs. This paper
employs the MITRE ATT&CK and D3FEND frameworks for efficient and systematic threat hunting.
It demonstrates how to configure a threat-hunting system within the DODAF framework and
describes the functioning of each system component. MITRE D3FEND’s five tactics are divided
into Hunting Awareness and Hunting Action in the threat-hunting process. The study showcases the
designed framework’s applicability through actual WannaCry ransomware and Hydra malware cases.

Previous research has explored security frameworks, architectures, and methodologies for address-
ing attacks on IoT devices. However, these studies did not include the smart city environment within
their scope or offer a method for determining a quick and unified defense technique. This paper
designs an effective defense process using MITRE D3FEND to counter IoT botnets in smart cities.
The standardized defense techniques of MITRE D3FEND facilitate a quick and unified response for
security personnel across various infrastructures.
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3 Analysis of the IoT Botnet Phase

The IoT bot scans the network, and upon discovering a vulnerable device, it initiates an intrusion
process [21]. An IoT botnet refers to a network of devices infected by these bots [21]. The objectives
of IoT botnets vary depending on the attacker but generally involve malicious actions such as DDoS
attacks, data exfiltration, and cybercrimes like cryptocurrency mining and terrorism. Although various
IoT botnets have been developed, they use similar formation processes, including device intrusion and
propagation. In this section, we analyze the formation process of IoT botnets and identify possible
security threats to smart cities caused by IoT botnets.

3.1 Vulnerable IoT Device Scan and Intrusion
IoT bots must compromise IoT devices to execute malicious actions desired by attackers, such

as DDoS attacks. One must scan the network to identify reachable IoT devices to achieve this.
Once an IoT device’s accessibility is verified, various intrusion methods can be employed. Generally,
IoT botnets infiltrate by performing dictionary attacks and brute-force attacks based on weak
security accounts, such as default accounts. Alternatively, they exploit vulnerabilities in applications
and software used by IoT devices, including buffer overflow and Remote Command Execution
(RCE). IoT devices deployed in each smart city infrastructure often use identical passwords or have
minor variations, making it easy for an attacker to steal account information or infiltrate if known
beforehand. Moreover, the same IoT device will also possess the corresponding vulnerability if a
vulnerability is discovered in commonly used software and applications.

3.2 C&C
In an IoT botnet, the C&C server is an attacker’s central point to issue commands and control

infected IoT devices. The C&C of an IoT botnet can be divided into a centralized structure and a
Peer-to-Peer (P2P) structure [21]. The centralized structure communicates exclusively with the central
server using protocols such as IRC and HTTP. In contrast, the P2P structure employs the P2P protocol,
enabling peer communication rather than relying on a central server. With these characteristics, attacks
in the centralized structure can be blocked by merely blocking the central server. However, blocking
attacks in the P2P structure is challenging due to the absence of a central server. After the IoT bot
infiltrates an IoT device, it attempts to connect to the C&C server to communicate with the attacker.
If the connection to the C&C server fails, the bot may continuously try to reconnect. IoT bots that
fail to connect to the C&C server will likely struggle to execute malicious actions, such as data theft
and DDoS attacks. If the IoT device successfully connects to the C&C server, the attacker can install
malware and issue commands for activities like DDoS attacks and information collection. Attackers
can monitor the botnet’s size through the C&C server and issue attack commands to IoT devices based
on the size.

3.3 Propagation
Propagation is a significant characteristic of IoT botnets, enabling them to infect other devices

with malware to increase their scale. Attackers prioritize expanding IoT botnets, as a larger botnet
size makes it easier to achieve specific objectives and enhances its performance as an attack platform.
Generally, propagation employs the same method as IoT device intrusion. The attacker continuously
searches for IoT devices with the same vulnerability based on the initially infected IoT device. IoT
devices installed in smart city infrastructure typically have the same security strength. Due to these
characteristics, when an IoT botnet discovers and exploits a vulnerability in one IoT device within a



2986 IASC, 2023, vol.37, no.3

smart city environment, it becomes highly efficient in scanning and infiltrating devices with the same
vulnerability.

3.4 Attack of Action
When a large-scale IoT botnet is formed, an attacker can execute malicious actions for specific

purposes. Generally, large-scale IoT botnets are created and employed for DDoS attacks, aiming
at a particular server or service by transmitting massive network traffic, thus impairing availability.
However, cyberattacks utilizing IoT botnets evolve, and malicious actions may vary according to
trends. For example, personal information stolen through IoT botnets and videos gathered via Digital
Video Record systems (DVR) can be sold on the dark web. Furthermore, with the increasing value of
cryptocurrencies, large-scale IoT botnets can be leveraged for cryptocurrency mining [22,23].

3.5 IoT Botnet Threat in Smart City
It can infiltrate IoT botnet if an attacker can access the smart city’s network and identify and access

the installed IoT device. Attacks targeting IoT devices installed in smart city infrastructure are very
advantageous to attackers. A previously deployed IoT botnet must continually seek out IoT devices
with vulnerabilities pre-set by attackers. However, the IoT devices used in each infrastructure in a smart
city are the same and use the same security measures. If the attack succeeds on one device, it is relatively
easy to form an IoT botnet. This is because, like existing IoT botnets, the time to scan devices with the
same vulnerabilities for propagation to form a large-scale botnet is drastically reduced. Furthermore,
the massive IoT environment can be exploited as a powerful attack platform. This can generate massive
traffic than DDoS attacks using existing IoT botnets, which can threaten the availability of services
provided by smart cities.

4 Propose Defense Process

In this section, we design a defense process based on the MITRE D3FEND framework to
counteract IoT botnets that infect IoT devices in smart city environments with malware. To achieve
this, we extract relevant logs to identify attacks on IoT devices and associate these logs with MITRE
ATT&CK’s attack techniques to aid security personnel in detecting attacks. Finally, we design a
defense process capable of responding to IoT botnets by integrating MITRE ATT&CK and D3FEND.
At each step of the defense process, appropriate defensive techniques can be chosen using the MITRE
D3FEND framework.

Logs are gathered from IoT devices installed in the smart city, and the collected logs are mapped
to MITRE ATT&CK’s attack techniques. ATT&CK’s attack techniques, which are linked to logs, are
then associated with D3FEND’s defense techniques. Through this approach, the defense process can
be tailored as an effective countermeasure against the attack techniques employed by IoT botnets.
Fig. 2 depicts a schematic representation of the interconnection between logs, attack techniques, and
countermeasure techniques.

4.1 Mapping the Log to MITRE ATT&CK
In this section, we classify the malicious action of IoT botnets analyzed in Section 3 using MITRE

ATT&CK and examine the logs required to detect the categorized attack techniques. IoT devices
installed in smart cities constitute a Massive IoT environment, and the data generated and collected
by administrators is limited. Moreover, IoT devices are generally accessed only for management
purposes. Consequently, if access-related logs, such as remote user access and Universal Serial Bus
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(USB) connections, are gathered from the IoT device, an attacker’s intrusion can be suspected. Based
on this assumption, we consider all access to IoT devices as potential attacks. This approach enables
responses to zero-day vulnerabilities without signatures. Previous research has shown that logs are
generated even for zero-day attacks such as RCE [24]. Since the data generated by IoT devices is limited,
attack detection is possible by predefining a threshold for logs [25].

Figure 2: Mapping attack defensive techniques using logs

This paper focuses on mapping Sysmon logs available in Windows and Linux OS. Sysmon logs
identify malicious or unusual activity and log how intruders and malware behave on the network [26].
When detecting an attacker’s access through network data, Sysmon logs can address the challenge
of detection difficulties due to issues such as encryption [27]. In this approach, the logs generated
at each step of the IoT botnet can be mapped to the MITRE ATT&CK attack techniques. The
rationale for mapping logs and ATT&CK attack techniques is that the log collection targets are
IoT devices in a smart city. Smart city infrastructures encompass Massive IoT environments with
numerous IoT devices. Additionally, due to heterogeneous hardware or software used in IoT devices,
attack identification can be challenging even when data is collected [17]. Utilizing MITRE ATT&CK
attack techniques can resolve this problem by simplifying attack identification in logs [28]. In a smart
city’s Massive IoT environment, focusing on specific events and logs rather than all logs minimizes
the effect on resources such as battery life and storage capacity of IoT devices. It is recommended
that security personnel from each infrastructure manually map specific events and logs to ATT&CK’s
attack techniques and derive a common set. The same log can be mapped to multiple attack techniques
during the mapping process, but attack techniques can be distinguished based on log creation time.

4.2 Process Design with D3FEND
A smart city is a Massive IoT environment that includes various infrastructures such as medical

care, transportation, energy, and manufacturing. The same defense techniques must be applied when
an attack occurs on the numerous IoT devices installed in a smart city. Each infrastructure may
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have different defense techniques determined due to problems such as different security workforce
capabilities and personnel. In this section, based on MITRE D3FEND, we design a defense process
that can support the quick decision of a unified defense technique by security personnel limited to the
IoT botnet. The defense process isolates IoT devices, starting with access identification. At the same
time as being isolated, additional data is collected through honeypots, and so on, and when sufficient
data is collected, the malware is removed. Finally, the process is terminated by identifying the cause of
successful malware infection through the log and removing it. Fig. 3 shows the overall defense process
designed.

Figure 3: The flow of the designed defense process
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4.2.1 Access Identification

The defense process commences by identifying the attacker’s access, which can be accomplished by
examining the log generated during the IoT device intrusion process [17,28,29]. Agents can be installed
on IoT devices to collect logs, which should generate real-time event logs, such as Sysmon Logs. Since
data generated by each IoT device in smart city infrastructures is limited, and users generally have
no access, logs are not created under normal circumstances. This spares IoT devices from incurring
storage capacity, memory usage, and energy consumption issues. Assuming all access to IoT devices is
an attack can prevent false negatives, and a normal user’s access is sufficiently identifiable in a later step.

4.2.2 Isolate IoT Device Suspected of Being Infected with Malware

The second step of the defense process isolates IoT devices suspected of being accessed by
attackers. This step aims to prevent the spread of damage by halting attackers from propagating
malware to other IoT devices through isolation. MITRE D3FEND’s isolation comprises Network
isolation and Execution isolation, which can prevent propagation, a significant characteristic of IoT
botnets. Isolation facilitates additional tasks, such as collecting data and removing malware [18,30,31].
The quarantined IoT device can be released from isolation if it is identified as a normal user in a
subsequent process step. Determining normal users and attackers occurs in 3 steps in the defense
process. Even if the IoT device is isolated from the network, it must provide normal service to the
user at this step.

4.2.3 Log Collection and Analysis of IoT Devices

Step 3 of the defense process involves monitoring isolated IoT devices for a certain period. Logs
and data generated during this monitoring are collected and analyzed to identify attackers. If an
attacker intrudes, they will sequentially execute attack techniques to establish an IoT botnet. Pre-
selecting a threshold for logs generated during the attack process enables the distinction between
normal users and attackers. The IoT botnet’s attack tactics performed after intrusion include Privilege
escalation, Defense evasion, Lateral movement, Impact, C&C, and Execution, as classified by MITRE
ATT&CK’s attack tactics. MITRE D3FEND’s Deceive tactic is suitable for collecting data on these
attack tactics. A honeypot technique corresponding to the Deceive tactic can effectively collect data,
identify specific behaviors and variants [7,32,33], and virtually masquerade as IoT devices to collect
data. Existing IoT botnets do not use Defense evasion tactics. However, the monitoring time should be
specified considering Virtualization/Sandbox evasion among the Defense evasion attack techniques as
the attack continues to evolve. Collecting data and logs can determine whether attackers have access
and whether IoT devices are infected with malware. Moreover, it can be used to remove malware and
strengthen the security of IoT devices.

4.2.4 Evict and Isolation Release

Step 4 of the defense process involves removing malicious elements from IoT devices determined
to be infected by malware. Malicious elements comprise elements used for malicious actions, such
as accounts created by attackers, installed malware, and tools. Malicious elements are identified and
removed using the logs collected in the third step of the defense process. Among MITRE D3FEND’s
defense tactics, Evict removes malicious elements through countermeasures such as terminating
malicious processes and locking accounts. Such malicious elements can be removed by applying
Anti-virus (AV).
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4.2.5 Removal Malware of Infected Cause

Step 5 of the defense process is removing the source of malware infection. The logs collected
in the previous step are utilized. In the first step, the log of the attack technique used to access
the IoT device can be checked. In the third step, the log of the attack technique performed to
propagate to other devices can be examined. The cause of malware infection is identified through
logs collected at each step. The cause of malware infection is removed by applying a defense technique
corresponding to MITRE D3FEND’s Harden defense tactic. For example, if a vulnerable account is
the source of infection with malware, a strong defense policy is applied to the account information
(Identifier/Password) to prevent a BruteForce/Dictionary Attack [34]. If software vulnerabilities cause
malware infection, the cause is eliminated by updating the software to the latest version.

5 Evaluation and Analysis

This section assesses the IoT botnet defense process in the smart city environment designed in
this paper. The designed process supports security personnel in smart city infrastructures to quickly
determine a unified defense technique limited to IoT botnets based on MITRE D3FEND. It is
challenging to verify the designed process through experiments; hence, the evaluation proceeds in
two directions. The Qualitative Study compares and analyzes existing studies to evaluate whether
it is possible to appropriately defend against the security threat of the IoT botnet in the smart city
environment. The Case Study analyzes the attack phase of an actual IoT botnet case and assesses
whether the proposed process can respond appropriately. The case study examples utilize the Mirai
Botnet and the Mozi Botnet. This is a representative example of a centralized structure and a P2P
structure.

5.1 Qualitative Study
This section compares the previously proposed IoT device security method with the defense

process designed in this paper. For comparison, we identified four requirements from existing research
and the defense process designed in this paper. Firstly, we checked whether a method to prevent
propagation, the main feature of the botnet, is proposed. A total of two studies, including this paper,
included the response to radio waves, the most significant characteristic of IoT botnets, in the scope
of research [18]. Secondly, we checked whether the attacker suggested a method to remove the possible
cause of IoT device intrusion. A total of two studies, including this paper, considered infection source
removal methods to prevent the re-infection of IoT botnets [16]. Thirdly, we checked whether the
heterogeneity of the IoT device is considered. Since the heterogeneity problem becomes more serious
in a massive IoT environment such as a smart city, it is necessary to consider this when applying a
defense process to a smart city. A total of two studies, including this paper, considered the heterogeneity
problem in data collection from IoT devices [17]. We made sure to provide a variety of defense
techniques. Cyberattacks have many variables, so it is necessary to consider various defense techniques
applicable to one attack technique. A total of two studies, including this paper, considered these issues
[16,20]. Finally, it was confirmed that defense technique decision-making was supported by users in a
rapid and unified manner. It was confirmed that the research using D3FEND, including the proposed
defense process, supported it. A total of three studies, including this paper, considered these issues
[16,20]. However, the defense process proposed in this paper is limited to the smart city environment
and the IoT botnet, so it has a limitation in that it is difficult to respond to all kinds of cyberattacks.
Additionally, the manual mapping of specific events, logs, and ATT&CK performed to identify attacks
is limited in that it is affected by the subjective standards of security personnel. Securing objectivity



IASC, 2023, vol.37, no.3 2991

for attack identification through additional research is necessary to overcome these limitations. Table 3
compares the previously proposed IoT device security method and the defense process designed in this
paper.

Table 3: A case comparison study

Category [16] [17] [18] [19] [20] Proposal
Defense
Process

Removal cause of
infection

O X X X X O

Prevention of
propagating

X X O X X O

Consider IoT
heterogeneity

X O X X X O

Offers a variety of
defense techniques

O X X X O O

Quick and unified
defense technique
decision support

O X X X O O

5.2 Case Study: Mirai Botnet
The Mirai bot, first distributed in 2016, infected IoT devices with malware by conducting

dictionary attacks through remote access protocols such as Secure Shell (SSH) or Telnet [35,36]. The
infected devices continued propagating to adjacent devices to form a botnet, ultimately launching a
DDoS attack that took down approximately 1,200 servers [35,36]. The Mirai bot can be considered the
progenitor of currently distributing IoT bots. This is because most bots are distributed after the Mirai
bot’s source code is released its code. Mirai bot targets all IoT devices that utilize the Linux OS and has
an open Telnet port. Initially, the Mirai bot infected IoT devices using the Linux OS. However, it has
since expanded its attack targets to include multiple OS, demonstrating the potential for large-scale
cyberattacks using IoT devices. The Mirai botnet formation phases are as follows:

1. Target Scan: Generate a random IP address and check for active Telnet services using ports 23
and 2323.

2. Intrusion: Execute a dictionary attack on the Telnet service based on pre-set default credentials.
3. C&C: Download and run additional malware using IoT device architecture information.
4. Propagation: Upon transmitting the infection status to the reporting server, the IoT devices

scan vulnerable IoT devices on the network and propagate the malware accordingly.
5. DDoS attack: When an attack command is received via C&C, execute a DDoS attack using

the received attack option.

The first step verifies whether a pre-mapped log is generated using D3FEND’s detection tactic.
If the log is generated, the defense process proceeds to the second step, isolating the IoT device that
generated the log to another network. The third step determines whether the Mirai bot has infected
the device using the collected log upon monitoring. If an infection is confirmed, proceed to the
fourth step to remove the malware and lift the isolate on the network. Finally, eliminate the cause of
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malware infection by strengthening the account through the log identified in the first step. This defense
process enables response to a Mirai bot. Security personnel in smart cities can determine techniques
at isolated timing—furthermore, time to share defense techniques with other infrastructure. Table 4
below provides examples of elements utilized at each step of the designed defense process to counter
the Mirai bot.

Table 4: Example of application of Mirai bot defense technique through the defense process

Defense
process

Mirai Botnet
Phase

Sysmon Log MITRE
ATT&CK
techniques

D3FEND
tactics

D3FEND
technique

1 Intrusion Event ID 3 Brute Force Detection Script
Execution
Analysis
Etc.

2 C&C
propagation
attack

Event ID 1
Event ID 3

Ingress tool
transfer
Exploitation of
remote services
Network denial
of service

Isolate DNS
allowlisting
DNS
denylisting
broadcast
domain
isolation
Etc.

3 C&C
propagation

Event ID 1
Event ID 3
Event ID 11
Event ID 22

Brute Force
Exploit
public-facing
application

Deceive Connected
honeypot
Decoy file
Decoy network
resource
Etc.

4 C&C
propagation
attack

Event ID 1
Event ID 3

Brute Force
Exploit
public-facing
application

Evict Process
termination
Account
locking

5 - Event ID 3 Brute force
Exploit
public-facing
application

Harden Strong
password
policy software

5.3 Case Study: Mozi Botnet
The Mozi bot is a botnet that uses networks such as BitTorrent to infect IoT devices, such as

network gateways and digital video recorders [37,38]. Mozi reused the source code of the previously
distributed Gafgyt bot [37,38]. The Mozi bot is a P2P botnet composed of nodes passing through a
Distributed Hash Table (DHT). It is also difficult to track since it disguises itself as general traffic
passing through DHT. In addition, Mozi bot’s IoT device intrusion method can be divided into two
types. If the Telnet’s remote port is open, a dictionary attack is performed, and if the dictionary attack
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fails, it employs the vulnerability of a specific IoT device to infiltrate. If the intrusion is successful,
malicious actions, such as DDoS attacks and data leakages, will be executed. The formation phases of
the Mozi botnet are as follows:

1. Target Scan: Identify the attack target (IoT device) using Transmission Control Protocol (TCP)
Synchronization (SYN) Reply.

2. Intrusion: Perform a dictionary attack on the telnet port or infiltrate the IoT device through
HTTP command injection.

3. Load: Connects to a pre-specified server, then downloads and executes malware to perform
actual malicious actions.

4. C&C: After registering the P2P network, periodically checks the P2P network to update the
list of nearby nodes and the configuration file.

5. Propagation: Continuous propagation through device scanning and intrusion processes.
6. Attack: Receive an attacker’s command and perform an attack based on the received

command.

The first step checks whether a pre-mapped log is generated through D3FEND’s detection tactic.
Depending on whether the log is generated, the defense process goes to the second step, and the
IoT device that generated the log is isolated to another network. If the quarantine is performed, it
goes to the third step, and it is determined whether the Mozi bot is infected through the generated
log. If it is determined that the Mozi bot has infected it, proceed to the fourth step to remove the
malware, and release the isolate of the IoT device. Finally, remove the cause of malware infection by
strengthening the account through the log identified in the first step. Mozi bot has a P2P structure, and
unlike a centralized structure, it communicates with multiple devices and performs malicious actions
such as radio waves and DDoS attacks. Botnets using this P2P structure can also be prevented from
propagating by performing an isolation Step immediately after collecting logs. Security personnel
in smart cities can determine techniques at isolated timing—furthermore, time to share defense
techniques with other infrastructure. Table 5 below shows examples of logs used to counter the Mozi
bot through the designed defense process, attack techniques of MITRE ATT&CK, and defense
techniques of D3FEND.

Table 5: Example of application of Mozi bot defense technique through defense process

Defense
process

Mozi Botnet
phase

Sysmon log MITRE
ATT&CK
technique

D3FEND
tactic

D3FEND
technique

1 Intrusion Event ID 3 Brute force
Exploitation of
remote services

Detection Remote
terminal
session
detection
Etc.

(Continued)
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Table 5 (continued)

Defense
process

Mozi Botnet
phase

Sysmon log MITRE
ATT&CK
technique

D3FEND
tactic

D3FEND
technique

2 Load
C&C
Propagation

Event ID 1
Event ID 3

Ingress tool
transfer
Exploitation of
remote services
Network denial
of service

Isolate DNS
allowlisting
DNS
denylisting
broadcast
domain
isolation
Etc.

3 Load
C&C
propagation

Event ID 1
Event ID 3
Event ID 8
Event ID 11
Event ID 22

Brute force
Exploit
public-facing
application

Deceive Connected
honeypot
Decoy file
Decoy network
resource
Etc.

4 C&C
propagation
attack

Event ID 1
Event ID 3

Brute Force
Exploit
public-facing
application

Evict Process
termination
Account
locking

5 - Event ID 3 Brute force
Exploit
public-facing
application

Harden Strong
password
policy software
Software
update

6 Conclusion

The same IoT devices will likely be employed in each smart city’s infrastructure, and the same
security measures will be implemented to provide a single service. This commonality may create
potential vulnerabilities that attackers can exploit, emphasizing the need for robust and adaptive
security strategies to protect smart city infrastructures. This paper designs a defense process to
effectively respond to IoT botnet attacks that may arise due to these characteristics of smart cities.
Previous research on IoT botnet defense has not considered the smart city environment and does not
support rapid and integrated decision-making by security personnel. Furthermore, prior research has
yet to utilize D3FEND to address IoT botnets. In this paper, to specialize in IoT botnets, we analyzed
existing IoT botnets and designed the defense process through the defense techniques of D3FEND.
The propagation of IoT botnets can be mitigated by using designed defense processes. In addition,
even if an IoT botnet attack occurs in various smart city infrastructures, the defense process supports
rapid and unified decision-making, enabling an immediate response. However, the proposed defense
process is limited to IoT botnets. The process of mapping specific events, logs, and ATT&CK may
be influenced by the subjective standards of security personnel, resulting in potential inaccuracies. In
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future research, we aim to employ machine learning technology to automatically map specific events
and logs of IoT devices installed in smart cities to ATT&CK attack techniques and automate defense
technique decisions for each attack technique. By doing so, we hope to contribute to the cyber safety
of smart cities and the future urban landscape.
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