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Abstract: Recently, securing Copyright has become a hot research topic due
to rapidly advancing information technology. As a host cover, watermarking
methods are used to conceal or embed sensitive information messages in such
a manner that it was undetectable to a human observer in contemporary times.
Digital media covers may often take any form, including audio, video, photos,
even DNA data sequences. In this work, we present a new methodology for
watermarking to hide secret data into 3-D objects. The technique of blind
extraction based on reversing the steps of the data embedding process is
used. The implemented technique uses the features of the 3-D object vertex’
discrete cosine transform to embed a grayscale image with high capacity.
The coefficient of vertex and the encrypted picture pixels are used in the
watermarking procedure. Additionally, the extraction approach is fully blind
and is dependent on the backward steps of the encoding procedure to get the
hidden data. Correlation distance, Euclidean distance, Manhattan distance,
and the Cosine distance are used to evaluate and test the performance of
the proposed approach. The visibility and imperceptibility of the proposed
method are assessed to show the efficiency of our work compared to previous
corresponding methods.
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1 Introduction

A variety of approaches for embedding data into digital media are used in digital watermarking,
fingerprinting, digital rights management, and steganography. The embedded data could be used for
access control, authentication, annotation, copyright protection, data concealing, and multimedia
information modification. The initial item is usually referred to as “cover media,” whereas the
watermarked object is referred to as “stego media.” A watermark must meet several criteria, including
hidden data to human perception or recognition by technology, as well as resistance to stego media
treatment and prospective attacks [1]. Because browsing the internet has become such an important
part of our lives, people can easily replicate digital data and objects to create unauthorized and
fraudulent copies of the original work. As a result, the development of robust copyright security and/or
content verification mechanisms for multimedia data has become a pressing necessity. One method for
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achieving this purpose is to create and encode an undetectable signal in the original information. The
data owners or authorized users/information suppliers might be included in the watermark.

Copyrights are intellectual property protection that the owner provides for all types of digital
data and things. As a result, copyright is the owner’s specific legal right to produce copies of original
efforts, literary works, and creative expression. Digital artifacts such as e-books, photographs, movies,
music, databases, and 3-D objects are referred to as creative, intellectual, and creations of the mind
in online technology. 3-D objects are widely used in a variety of medical imaging, computer graphics,
manufacturing, including games, applications, and human models. As a result, more requests for the
copyright of 3-D objects are needed to encourage investigation into creating protection measures.
Copyrighting is one of the most popular recommended strategies for 3-D object intellectual property
rights. The watermark must be resistant to unlawful usage to protect copyright [2].

Constructive solid geometry (CSG), polygonal meshes, voxels, or an implicit collection of gen-
eralized equations, such as nonhomogeneous logical B-splines (NURBS), or other splines, can all be
used to represent a 3-D graphics image. Meshes and parameterized solutions describe the edges of
3-D objects, while voxels include a dimensional characterization [3]. A 3-D object’s polygonal mesh is
represented graphically made up of vertex connected by edges and polygons. Unlike all other graphical
media portrayals, researchers only have to deal with a small amount of data when modeling 3-D
objects with mesh. As the importance of digital 3-D models grew, online content networks such as
sketchfab popped up, and thing verse, pin shape, and as the dissemination of 3-D models grew, so
did infringement of copyright. Although 3-D printing is booming with new possibilities, copyright
difficulties will inevitably arise when technology expands into the content sector, as they have in the
past for the music and video industries. The legal system is straining to deal with the legal issues that
have arisen as a result of technological advancements.

Watermarking technologies were used as a host cover to hide or incorporate a bit of knowledge
that can help in such a way that it was unnoticeable to a human spectator in modern days on
a wide variety of technology media [4,5]. Digital media covers can typically accept any amount,
including photos, films, audio, even DNA sequences. Even though 3-D objects are generally available
and significant, only a few image manipulation approaches exist. The embedding domains such as
the feature space, transform domain, and spectral-domain can be used to classify the numerous
watermarking approaches for 3-D objects. Fourier, Laplace, cosine, and wavelet transforms are
examples of transform domain approaches that give a good trade-off between transparency and
resilience [6]. A watermarking technique has been proposed, as well as a mesh registrations approach
that requires the original 3-D mesh object. This approach embeds a hidden image representation three
times and retrieves the hidden grayscale. The extract method is completely blind and is dependent on
the backward stages of something like the encoding process. As a result, new solutions to protect 3-D
prints are desperately necessary to maintain the protection of 3-Dimensional content property rights.
As a result, new solutions to protect 3-D prints are desperately necessary to maintain the protection
of 3-D content property rights.

Throughout this study, A new methodology for watermarking 3-D objects is presented. The
proposed methodology uses the features of the 3-D object vertex’ discrete cosine transform (DCT) to
encode a hidden grayscale image 3 times. Between the original 3-D object and the watermarked one,
many efficiency elements of the approach are evaluated and compared. The remainder of the paper
is laid out as follows: A similar work on data hiding and watermarking in 3-D objects is presented in
Section 2. The suggested technique’s watermarking system is specified in Section 3. In Section 4, the
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empirical values are given and analyzed, and a comparative evaluation between both the original 3-D
item and the watermarked object is made. Section 5 ends with a summary of the results and analysis.

2 Related Work

Reference [7] proposed a watermarking method for embedding data in a 3-D object to identify
the owner. Their approach embedded a greyscale image in a 3-D mesh structure. Every one of the
three vertexes of the 3-D object may hide one pixel from the hidden image using the optimization
methodology. As a watermark, a greyscale image will be inserted in a 3-D mesh object. One pixel
from the ciphertext will be held by each of the three vertexes in the 3-D object. Next, the suggested
technology utilizes the associated linear transformation to transfer the triangle’s vertex between 3-
D to 2-Dimensional domains. Afterward, through using 2-Dimensional coordinates of the triangle
vertex and the hidden picture pixel, the embedding procedure will begin. The suggested method offers
higher visual quality on both the watermarked item and the retrieved hidden image, according to
the experimental outcomes. This technique increases the visual quality of the watermark information
material while having a modest influence on the accuracy of the retrieved hidden image, according
to the findings of the experiments. Furthermore, the current technique demonstrated its resistance to
popular attacks, including 3-D mesh rotations, scaling, and movement.

Reference [8] presented a new methodology for watermarking 3-D objects. The implemented
technique uses the features of the 3-D object vertex’ DCT to incorporate a hidden grayscale three
times. The vertex coefficients and the encrypted picture pixels are used in the watermarking procedure.
Furthermore, the extracting procedure is based on the reverse processes of the embedding process
to retrieve the hidden grayscale image and is completely blind. Using Manhattan distance (MD),
Euclidean distance (ED), correlation distance, and cosine distance. Several performance elements
of the approach are measured and compared between the original 3-D object and the watermark
information one. The outcomes reveal that the suggested significantly outperformed the competition
in terms of computational efficiency and transparency. The proposed model has been implemented in
MATLAB, and the suggested method’s efficiency over time was documented. The suggested method’s
maximal capacity for each 3-D object and the accompanying embedded hidden grayscale image is 8
bits per vertex as a consequence (bpv). The suggested method’s imperceptibility and transparency were
assessed using Correlation distance, Euclidean distance, cosine distance, and Manhattan distance.

Reference [9] proposed research during the recent decade, three-dimensional (3-D) mesh have been
increasingly popular in industrial, medicinal, and entertainment applications. Many investigators,
both industry and academia, have become aware of the intellectual property security and verification
issues that have arisen as a result of their increased use. This study provided a full overview of 3-D
mesh watermarking, which is seen as a viable solution to the two challenges mentioned above. The
survey included an overview of the relevant state of the art. An investigation focused on attacks and
a list of existing issues and proposed remedies. The specific challenges experienced when applying
steganography to 3-D mesh are first described. Then, after differentiating among fragile and robust
strategies, researcher presents the findings and an evaluation of the known algorithms. Research also
presents an attack-centric perspective of such an advance because attacks play a significant role
in the design of 3-D mesh watermarking techniques. Lastly, some suggestions for future research
are suggested, focusing on techniques to develop blind and robust algorithms as well as some new,
potentially useful watermarking parameter maps.

Reference [10] proposed a method on blind 3-D mesh watermarking which is based on the wavelet
of copyright protection. Due to the advancement of computing processing capabilities and internet
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infrastructure, the three-dimensional mesh is now widely employed in a variety of industrial and
commercial applications, medicinal, computer-aided design (CAD), and recreation. Unauthorized
customers can quickly modify, replicate, and disseminate 3-D meshes, just as they can with digital
photos and movies. When attempting to address this problem, an embedded watermark arose. In
this research, a copyright protection strategy for three-dimensional semiregular models using a
blind robust watermarking method is introduced. The data is embedded by changing the standard
of the wavelet coefficients vectors corresponding to the lowest level of resolution utilizing edge
normal standards as synchronising primitives. The results show that, in contrast to other three-
dimensional mesh copyrighting methods, the suggested methodology can endure a wide range of
threats, such as evolutionary algorithm such as transcription, precession, unified scalability, and their
Wavelet coefficients softening, variations, noise addition, and lossy compression, while preserving high
classification accuracy.

Reference [11] proposed a method for the distribution of vertex norms on oblivious watermarking.
Even though oblivious watermarking techniques are less resilient than nonobvious systems, they are
more suitable for a variety of applications where a host signal is not available during the watermark
detection phase. Distortion fewer strikes, such as resemblance image is transformed and vertex
reorganizing, may be more serious than deformation threats, including adding remeshing, clipping,
noise, smoothing, simplification, and so on, from the perspective of oblivious watermarking for a
three-dimensional (3-D) polygonal mesh model. Therefore, an oblivious watermarking system that is
resistant to both distortion less and distortion assaults is necessary. They offer two oblivious water-
marking algorithms for 3-D polygonal mesh models in this research, which adjust the distribution of
vertex norms as per the watermark information bit. To change the distribution, statistical mapping
algorithms are developed. These mapping functions are designed to make the watermark as invisible
as possible. The proposed solutions are resistant against distortion-less attempts because the statistical
properties of vertex norms are invariant to such attacks. Furthermore, our techniques use an oblivious
watermark approach for detecting that extracts the watermark without using the covering mesh
models. The results showed that the presented method is immune against distortionless attack and
well-known distortion attacks.

3 Proposed Method

Watermarking a 3-D object entails embedding hidden data into a polygonal mesh object without
leaving visible markings or creating organizational modifications. It is often used to recognize and
defend the ownership rights of a unique 3-D object against infringement. In light of this unavoidable
circumstance, this work suggested a technique for postprocessing a 3-D object that takes control of
the DCT features to hide the image of grayscale representation within the 3-D object’s vertex [1].

The suggested watermarking model’s overall procedure is depicted in Fig. 1 Proposed Model of
Watermarking Method. To begin, the suggested technique normalizes the vertex of the original 3-D
object as well as the hidden grayscale image. This phase allows us to alter the membership functions
using the proper fuzzy algorithms. Fuzzification can be done in a variety of ways and for a variety
of different purposes. The normalized 3-D object vertex is then preprocessed, with a DCT added to
every three vertexes. On the normalized watermark image, reshaping and encryption operations are
carried out at that period [3]. After that, using the vertex co-efficient and the encrypted picture pixels,
the watermarking procedure will begin. Finally, the watermarked 3-D object will be created using the
inverse DCT and focus of this section procedure of altered vertex.
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Figure 1: Proposed model of watermarking method

3.1 Procedure of Embedding
As previously stated, regulating both the primary 3-D object vertex and the hidden grayscale

picture is the first step in watermark embedding. Regularization is a common method that constantly
increases the range of data values. As a result, regulation modifies the information item. Hence, the
regulation changes the data object Obj :

{
X ⊆ Rd

} → {Mini, . . . , Maxi} from the value of range
[Mini, Maxi], into a fresh data object ObjNew :

{
X ⊆ Rd

} → {Mininew, . . . , Maxinew} with its values of
range [Mininew, Maxinew] . According to Eq. (1), the linear normalization or regulation is performed:

Objnew = (Obj − Mini)
Maxinew − Mininew

Maxi − Mini
+ Mininew (1)
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Regularization denotes changing the primary 3-D object vertex mutually and the hidden grayscale
picture data range with intensities values ranging from [0, 1] in the suggested approach. As a result,
the normalization is accomplished using Eq. (2) [12].

Objnew = Obj − Mini
Maxi − Mini

. (2)

The hidden grayscale encoding function is done using seed numbers from a pseudorandom
generator for security reasons, which encodes the placement of every pixel in the primary grayscale
image. To increase the possibility of encrypting, the encoding procedure is used to the process of
reshaping to the grayscale vector. Furthermore, it uses three authentication tokens to adjust the
location of the pixel to improve the system’s resilience.

In the preprocessing stage, by using the α : (α ∈ R, 0 < α � "1) . The normalized vertex of the
original 3-D object could be adjusted. This process is to ensure that a saturated vertex amount will not
cause the embedded vertex coefficient to overflow. As a result, the preprocessing phase comprises the
general equation indicated in Eq. (3):

3D Obj (Vtx) =
{

α, Vtx = 0
1 − α, Vtx = 1 (3)

From the Fourier related transformation, the DCT is derived and employed in a proposed
watermark scheme by [13]. To overcome the problem of repetition, DCT defines a sequence of actual
data units into its genuine spectrum. Thus, the DCT is the method of changing a finite sequence
of digital signal sample points into the equivalent of the initial digital signal using a sum of cosine
functions at various frequencies [14]. Orderly, the discrete cosine function (DCF) is considered as an
invertible function f : Rd → Rd for the signal X of length N, and with the Kronecker delta δ, the
DCT has four standard variants according to the four following forms (Eqs. (4)–(7)):

The first formula [13]:

y (k) =
√

2
N − 1

N∑
n=1

x (n)
1√

1 + δn1 + δnN

1√
1 + δk1 + δkN

cos
( π

2N
(n − 1) (k − 1)

)
. (4)

The second formula:

y (k) =
√

2
N

N∑
n=1

x (n)
1√

1 + δk1

cos
( π

2N
(2n − 1) (k − 1)

)
. (5)

The third formula:

y (k) =
√

2
N

N∑
n=1

x (n)
1√

1 + δn1

cos
( π

2N
(n − 1) (2k − 1)

)
. (6)

*-6pt

The fourth formula:

y (k) =
√

2
N

N∑
n=1

x (n) cos
( π

4N
(2n − 1) (2k − 1)

)
, (7)

where k = 0, 1, . . . , N and δij =
{

0, if i �= j
1, if i = j .
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The suggested approach assumes that the 3-D object has L vertex, each of which is described as
Vtx (X , Y , Z). As a result, the next step is to implement the DCT to each vertex as a vector that uses
the formula in Eq. (8):

f (Vtx (Ll, Ml, Nl)) → (Coef t1l, Coef t2l, Coef t3l) ,
∀ (Vtx (Ll, Ml, Nl)) , l = 1, 2, . . . , L. (8)

The procedure of watermarking is performed on the normalized coefficients of the vertex after
the DCT has been applied to the normalized 3-D object vertex [15]. When using the DCT transform,
normalizing the vertex results in the first reliability coefficient being within [0, 2], and the third
and second reliability coefficients being within [−1, 1]. These facts can be used to create Eq. (9) for
watermarking the hidden grayscale picture in the modified regions of the 3-D object coefficients:

3D obj(Ĉ) = 2
β

(EncMsg + i) ,
2i
β

≤ 3D obj (C) <
2 (i + 1)

β
,

i =
{

0, 1, 2, 3, . . . (β − 1) , C = {Coef t1}
−2, −1, 0, 1, . . . (β − 3) , C = {Coef t2, Coef t3} .

(9)

In Eq. (8), 3-D obj(Ĉ) denotes the present coefficient. 3-D obj(C) denotes the correlating coeffi-
cient in the 3-D object nodes. EcMsg denotes the embedded pixel in the hidden grayscale image. And
β is the number of interims that pacify the ratio on the intermission of [0, 2] or [−1, 1] corresponding
to the correlation coefficient C [16]. Finally, the concealed embedding grayscale picture is used to
recreate the watermarked 3-D object using the inverse of the DCT transform and de-normalization
approach. All complexities of the encoding process, as well as the theoretical connections, are described
in pseudo-code in Algorithm 1.

Algorithm 1: Proposed method in embedding function
Fun [W_3-Dimensional_Obj] = Embed (Obj, Msg, α, β, K1, K2, K3)

Encryption keys
Normalized Obj = Normalize(Obj)

[Vtx l, Vtx m, Vtx n] = Preprocess (Normalized Obj, α)
Regulated Message = Regulation (Msg)
Message vector = Redesign to vector(Normalized Msg)
[Ec Msg1] = Encode(Msg vector, K1)
[Ec Msg1] = Encode(Msg vector, K2)
[Ec Msg3] = Encode(Msg vector, K3)

for x = 1 to len (Msg vector) do
end
return Watermarked 3-D object
end

3.2 Extraction Procedure
To retrieve the hidden grayscale image, the phases in the encoding process are often repeated

in the extraction procedure. The extraction device’s processes are depicted in Fig. 2 Flowchart
of the Extraction method. As a result, the approach begins by regulating the watermarked 3-
D object and then determining the vertex’ Discrete transformation breakdown [12]. As a result,
given the variables β and the 3-D obj(Ĉ) coefficient, the encrypted grayscale image pixel may be
retrieved using the formula In Eq. (10).
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EcMsg = β

2

(
3D obj(Ĉ) − 2i

β

)
,

2i
β

≤ 3D obj
(

Ĉ
)

≤ 2 (i + 1)

β
,

i =
{

0, 1, . . . , (β − 1) , Ĉ = {Coef t1}
−2, −1, 0, 1, . . . , (β − 3) , Ĉ = {Coef t2, Coef t3}.

(10)

Figure 2: Flowchart of extraction method

The hidden EcMsg will be recovered from the watermark information 3-D object in a blind
manner. Following that, the 3 keys must be used to determine the location of the hidden original
pixel.

The image pixels must be denormalized after the normalized process to return to the original
integer domain of the image pixels. In Algorithm 2, the exact details of the extracting phase are shown
as pseudo-code [17].

Algorithm 2: Proposed method on extraction function
Func [EW_img] = Extract (W_3-Dimensional_Obj, β, Key1, Key2, Key3)

Encryption keys
Regulated W_3-Dimensional_Obj = Regulate (W_3-Dimensional_Obj)
[Vtx l, Vtx m, Vtx n] = Preprocess(Normalized W_3-Dimensional_Obj)

for j = 1 to len(Msg vector) do
[Coef t1, Coef t2, Coef t3] = DCT (Vtx l (x) , Vtx m (x) , Vtx n (x))

(Continued)



CMC, 2022, vol.72, no.3 5977

Algorithm 2: Continued
Using the following equation system, extract the RecEcMsg value from the Co-efficients

values:

RecEcMsg1, 2, 3 = β

2

(
Ĉ − 2i

β

)
,

2i
β

≤ Ĉ ≤ 2 (i + 1)

β

i =
{

0, 1, 2, 3, . . . . (β − 1) , Ĉ = {Coef t1}
−2, −1, 0, 1, . . . . (β − 3) , Ĉ = {Coef t2, Coef t3}

end
[Rec Msg1] = Decode(RecEcMsg1 vector, Key1)
[Rec Msg2] = Decode (RecEcMsg2 vector, Key2)
[Rec Msg3] = Decode (RecEcMsg3 vector, Key3)
Rec Message vector = Average (Rec Msg1, Rec Msg2, Rec Msg3)
Rec Message = Redesign to image(Rec Msg vector)

EW_img = De-Regualtion(Rec Msg)
return Extract Watermark grayscale image EW_img

end

Fig. 3 shows the implementation and watermark image used in 3-D Object and Figs. 3a–3f depicts
six standard 3-D objects that were utilized to assess the suggested method’s efficiency in the following
sets of trials [18]. Fig. 3g also shows the hidden grayscale image that was utilized as a watermark image
and has the following dimensions: 1119453, 1728823, 597349, 615473, 11457, 315128. The presented
model was constructed with an Intel(R) Core (TM) i7-4700MQ CPU running at 2.40 GHz and 8GB
of RAM. In addition, the development was coded using MATLAB version 9.0.0.341360 (R2016b).
Three seeds for the random number were chosen in the encoding step: 1987, 1989, and 1993.

Figure 3: Implementation and watermark image used in 3-D object

4 Result and Discussion

Methods are compared in the field of data hiding based on numerous characteristics such as
capacity and payload. The maximal bits are buried within the 3-D object vertex, which is how
capability is defined. The real payload is the ratio of the currently embedded bits to the 3-D object’s
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capability in bits. For each 3-D object and the accompanying encoded hidden grayscale image, Tab. 1
shows the resulting capability and real payload. Given H vertex in the initial 3-D, the capability in bits
per vertex (bpv) and the exact load in percentage (percent) can be calculated as in Eq. (11):

Capacity = Maxi (No of embedded pixels) × 8
No of vertices

= H × 8
H

= 8 bpv,

Actul Payload = Secret image size in bits × 3 × 100
3D object capacity in bits

.
(11)

Table 1: Result of embedding capacity

Design Vertex Faces Hidden image
size (pixel)

Max capability
(bits)

Actual load
(%)

Egg 3-D model 40329 13439.5 315 × 127 967681 99.9
Stanford
Rabbit

208355 35946.5 597 × 348 5000473 99.9

Stallion 290899 48484.9 615 × 474 6981553 99.998
Cat Statuette 506911 168969.9 1119 × 454 12165839 99.990
Archangel 1422145 237019 1728 × 824 34131455 99.8
Gun 3-D model 6563 2187 114 × 56 157535 98.992

The trials and amount of time it takes to watermark and obtain highest capability for each 3-
D object, as well as values within 1000 and 9000, were used to evaluate the suggested method’s
response time as indicated as Tab. 2. For the identical 3-D object, the extracting running time is
significantly shorter than the watermarking processing time. The estimated duration for watermarking
the Rabbit, Stallion, Cat, Egg, Archangel, and Gun models is 18.57, 93.90, 135.14, 226.61, 674.41,
and 3.06 s, correspondingly for β = 5000. In the same vein, the mean extraction efficiency for the Egg,
Rabbit, Stallion, Cat, Archangel, and Gun models is 12.51, 63.67, 88.90, 146.07, 416.88, and 2.05 s,
correspondingly. The variable β seems to have little influence on the amount it takes to execute the
identical 3-D object.

Table 2: Extraction and watermarking performance

β Watermarking times Extraction times

Gun Egg Rabbit Stallion Cat Archangel Gun Egg Rabbit Stallion Cat Archangel
1000 2.60 15.35 77.97 105.06 178.71 498.71 1.44 8.21 43.33 57.76 98.31 275.05
2000 2.67 15.97 81.45 112.18 191.37 534.08 1.54 9.10 45.95 65.31 113.59 306.40
3000 2.80 16.34 84.99 118.39 208.02 565.28 1.67 10.08 51.28 71.94 124.53 340.25
4000 2.95 17.85 89.25 126.48 216.30 607.04 1.78 11.20 55.91 80.13 134.44 374.85
5000 3.06 18.57 93.90 135.14 226.61 674.41 2.04 12.51 63.67 88.90 146.07 416.88
6000 3.20 19.50 101.65 139.48 237.35 678.66 2.09 13.18 64.63 93.04 157.48 454.29
7000 3.38 20.58 102.38 147.14 249.81 697.65 2.27 13.95 70.02 101.54 169.42 465.29
8000 3.57 21.68 107.31 153.62 262.24 723.45 2.45 15.11 74.25 107.82 180.99 497.75
9000 3.75 22.60 112.09 161.27 273.97 752.82 2.60 16.38 79.79 115.02 192.57 529.05
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The suggested method’s imperceptibility and transparency were assessed using correlation dis-
tance, cosine distance, ED, and MD. The invisibility effectiveness terms were outlined in the following
mathematical formulas: Let the original 3-D object be u and the watermark information object be v.

The ED:

Euclidean dist (a, b) =
√

|al − bl|2 + |am − bm|2 + |an − bn|2

The MD:

Manhattan dist (a, b) = |al − bl| + |am − bm| + |an − bn|
The cosine distance:

Cosine dist (a, b) = 1 − albl + ambm + anbn√
|al|2 + |am|2 + |an|2

√
|bl|2 + |bm|2 + |bn|2

The correlation distance can be described as in Eq. (12):

Correlation dist (a, b) = 1 − ((α1 + α2 + α3)/(α4 × α5)), (12)

where α1 =
(

1
3

(−al − am − an) + al

) (
1
3

(−bl − bm − bn) + bl

)
, α2 =

(
1
3
(−al − am − an) + am

)
(

1
3
(−bl − bm − bn) + bm

)
, α3 =

(
1
3

(−al − am − an) + an

) (
1
3

(−bl − bm − bn) + bn

)
,

α4 =
√∣∣∣∣al + 1

3
(−al − am − an)

∣∣∣∣
2

+
∣∣∣∣am + 1

3
(−al − am − an)

∣∣∣∣
2

+
∣∣∣∣1
3

(−al − am − an) + an

∣∣∣∣
2

,

α5 =
√∣∣∣∣bl + 1

3
(−bl − bm − bn)

∣∣∣∣
2

+
∣∣∣∣bm + 1

3
(−bl − bm − bn)

∣∣∣∣
2

+
∣∣∣∣1
3

(−bl − bm − bn) + bn

∣∣∣∣
2

.

Fig. 4 and Tab. 3 proposed a method on invisibility performance illustrates the calculated MD,
ED, correlation distance, and cosine distance to assess the original 3-D object to the watermarked
outcome with values β ranging from 1000 to 9000. Furthermore, the tests look into the impact of
embedding settings on embedding accuracy when using the carrying throughput β. For β = 5000,
Egg, rabbit, stallion, cat, archangel, and Gun objects have average Euclidean distances of 42.91, 79.60,
55.54, 76.91, 78.98, and 30.96, correspondingly. Gun, egg, rabbit, stallion, cat, and archangel objects
have average Manhattan distances of 7.40E + 03, 1.47E + 04, 2.94E + 04, 1.81E + 04, 2.82E + 04,
and 2.32E + 04, correspondingly. Rabbit, stallion, cat, Gun, egg, and archangel objects have average
resulting cosine distances of 0.00336, 0.00149, 0.00391, 0.00063, 0.00091, and 0.00309, respectively.
Gun, egg, rabbit, stallion, cat, and archangel elements had average resulting correlation distances of
0.0204, 0.0194, 0.0953, 0.0676, 0.1059, and 0.2262, correspondingly. The outcome of the study shows
that for big values in various terms, β provide superior invisibility characteristics of the watermarked
item [19].

The suggested technique’s primary properties are compared to other existing requirements to
ensure its validity and performance [20]. The purpose of the comparative study was to evaluate the
suggested differences in various techniques of the cover image, watermark sequences, embedded area,
region, capability, and blindness extraction method. A contrast of the documented characteristics of
the relevant approaches is shown in Tab. 4.
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Figure 4: Proposed method on invisibility efficiency for ED and MD

Table 3: Proposed method on invisibility efficiency for correlation distance and cosine distance

β Correlation distance Cosine distance

Gun Egg Rabbit Stallion Cat Archangel Gun Egg Rabbit Stallion Cat Archangel
1000 0.0183 0.0098 0.0634 0.0454 0.0788 0.1923 0.00057 0.00046 0.00227 0.00102 0.00296 0.00266
2000 0.0183 0.0153 0.0832 0.0593 0.0955 0.2136 0.00056 0.00072 0.00295 0.00132 0.00355 0.00293
3000 0.0191 0.0176 0.0901 0.0640 0.1014 0.2205 0.00059 0.00083 0.00318 0.00142 0.00375 0.00302
4000 0.0198 0.0187 0.0935 0.0663 0.1042 0.2238 0.00061 0.00088 0.00330 0.00147 0.00385 0.00306
5000 0.0204 0.0194 0.0953 0.0676 0.1059 0.2262 0.00063 0.00091 0.00336 0.00149 0.00391 0.00309
6000 0.0209 0.0199 0.0967 0.0687 0.1071 0.2274 0.00065 0.00094 0.00340 0.00152 0.00395 0.00311
7000 0.0213 0.0203 0.0977 0.0694 0.1079 0.2282 0.00066 0.00095 0.00344 0.00153 0.00398 0.00312
8000 0.0215 0.0205 0.0984 0.0699 0.1086 0.2292 0.00066 0.00097 0.00346 0.00154 0.00400 0.00313
9000 0.0217 0.0208 0.0990 0.0703 0.1090 0.2297 0.00067 0.00098 0.00348 0.00155 0.00402 0.00314

Table 4: Recent design comparison

Design Cover media Watermark Embedded color
space

Field Capability Blind
(Y/N)

[7] 3-D object Grayscale Vertex spatial 2.6665 Y
[21] Grayscale object Binary bits Grayscale Discrete Wavelet

Transform
0.0157 Y

[22] video 2-Dimensional
binary model

Red Greeen and
Blue

IWT-DWT-CT 0.0035 Y

[23] 3-D printed
model

Binary series High masking
regions

Visual masking 1 bit Y

[24] 3-D printed
model

Binary bits G-Code Thickness of layer>66 bits Y

(Continued)
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Table 4: Continued
Design Cover media Watermark Embedded color

space
Field Capability Blind

(Y/N)

[25] Color picture Quick
Response-code

YCbCr Singular Value
Decomposition-
Discrete Wavelet
Tranform-DCT

0.0835 Y

[20] Color picture Quick Response
-code

YCbCr Singular Value
Decomposition-
Discrete Wavelet
Tranform

0.1665 N

[26] 3-D model 2-Dimensional
binary model

Vertex spatial 0.9970 N

[27] 3-D model Binary bits Vertex encrypted domain0.3693 Y
[28] 3-D model Binary bits Vertex spatial 0.8773 Y
[29] Grayscale picture Quick Response

-code
Grayscale DWT-DCT 0.0001 Y

The
pro-
posed

3-D model Grayscale Vertex DCT 7.9 Y

A review of the documented details of the relevant approaches is shown in Tab. 4. The approaches
provided were based on embedding quick response codes and binary bits into photos from a variety of
areas. Ayubi et al. also demonstrated a video watermarking method based on a 2-D binary picture [26].
The methodologies, on either side, used a different watermark sequence to watermark the 3-D printing
technology item, whereas the program to deal used a distinct watermark sequence to watermark the
3-D printed object [29]. The number of bits per pixel (bpp) and the number of bits per vertex (bv)
are used to measure the capabilities (bpv). The suggested 3-D Mesh watermarking technology has the
benefit of being able to use a large amount of memory per vertice.

5 Conclusion

A new model for 3-D object watermarking is proposed in this paper. The proposed methodology
uses the features of the 3-D shape vertex’ DCT to embed a hidden image representation three times.
To retrieve the hidden grayscale, the extract method is completely blind and is dependent on the
backward stages of something like the encoding process. The recommended method was constructed
in MATLAB, and the recommended method’s effectiveness over time was documented. The proposed
method’s maximal capability for each 3-D object and the accompanying embedded hidden grayscale
image is 8 bits per vertex as a consequence (bpv). The suggested method’s imperceptibility and visi-
bility were assessed using Cosine distance, Euclidean distance, Manhattan distance, and Correlation
distance.
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