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Abstract: Enterprise Resource Planning (ERP) software is extensively used
for the management of business processes. ERP offers a system of integrated
applications with a shared central database. Storing all business-critical infor-
mation in a central place raises various issues such as data integrity assurance
and a single point of failure, which makes the database vulnerable. This
paper investigates database and Blockchain integration, where the Blockchain
network works in synchronization with the database system, and offers a
mechanism to validate the transactions and ensure data integrity. Limited
research exists on Blockchain-based solutions for the single point of failure in
ERP.We established in our study that for concurrent access control and moni-
toring of ERP, private permissioned Blockchain using Proof of Elapsed Time
consensus is more suitable. The study also investigated the bottleneck issue
of transaction processing rates (TPR) of Blockchain consensus, specifically
ERP’s TPR. The paper presents system architecture that integrates Blockchain
with an ERP system using an application interface.

Keywords: Transaction security; enterprise systems; blockchain; transaction
integrity; hyperledger sawtooth; PoET consensus

1 Introduction

Enterprise Resource Planning (ERP) is a software-based solution to manage the business
processes of an organization. It combines all the aspects of business processes from planning
to delivery and marketing of a product/service. The emphasis of this system is to provide a
flow of information in a well-managed way [1]. The importance of Enterprise Systems provides
sufficient support to unique business processes [2]. This solution of many integrated applications
shares a database used by different business departments of the organization. Data is a valuable
commodity for any organization. Malicious access to the database is checked by enforcing access
control mechanisms like monitoring the user’s insertion, modification, and deletion activities.
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These access rules and logical control structures are maintained by users with administrative
rights. This solves the data security and integrity issue at a broader level but results in rendering
more power to the administrator. This leaves room for human malicious threats like black-hat
hackers, denial-of-service attacks, sabotage, and data leaks. These threats range from altered data,
ill will, processing delays, and shutdown of networks and websites. The only way to counter such
an attack is through internal audits. However, audits are investigative measures by nature, not
preventive. Access to the administrative role by a malicious entity leads to the problem of one-
point failure as ERP lacks systemic tracking of administrators’ actions, and the organization must
rely on non-technical controls, which are bypassed easily. Having a single point of failure may
cause massive crumbling of the entire system in case of an attack. Therefore, there is a pressing
need for security in these systems. Instant assurance of trust in database transaction integrity
remains a challenge, and it requires an automated solution to rectify this gap. In this paper, we
discuss the possibilities of integration of database and Blockchain to bridge this gap.

Blockchain is a distributed database that holds transaction records being shared among all
participating entities. This database prevents fraudulent transactions by achieving the consensus
of most participants [3]. To add a record in Blockchain, it goes through the consensus process for
acceptance; hence a record is never modified or deleted. Without a central authority, validation
of transactions is the most critical task. Blockchain established trust in trustless infrastructure
by its unique validation and consensus mechanism [4]. Presently, varied Blockchain solutions are
used for varied applications; out of these three main implementations of Blockchain are; Public,
Private, and Federated Blockchain. Public Blockchain allows open access to anyone who wants
to participate in the network. Private Blockchain is permissioned and allows restricted access to
only selected participants. Federated Blockchain is another type of Blockchain which is restricted
and operates under some governing body. The most common Blockchain-based solution is Cryp-
tocurrency, e.g., bitcoin. These solutions work with a publicly shared ledger perfect to store and
perform transactions, and it guarantees those transactions to be secure. In current Bitcoin-based
solutions, a block’s size is 1 MB, and only 1 to 3.5 transactions per second can occur [5]. Public
Blockchain suffers from issues, including privacy risks of transactions, throughput, capacity, and
latency. Cryptocurrency-based solutions cannot deal with massive transactions, and it increases as
well as the cost of network communication.

Private permissioned Blockchain log every action. It records all actions of the users, adminis-
trators, and anyone who attempts to change/update or tamper with data. It adds the participating
nodes into the Blockchain only by invitation process and contains registered nodes’ transaction
data with permission. Arguably, private permissioned Blockchain is more energy-efficient and
provides low costs, and consumes fewer resources with high transaction throughputs [6]. Within
the Permissioned Blockchain ecosystem, user and device identity and attribute management are
built-in features. Every participant node is aware of identities and transactions [7]. Records are
available to track system status; thus, it can maintain and monitor transaction integrity easily. By
assessing our problem against the “Do You Need a Blockchain” [8] chart, it is better to use a
private permissioned Blockchain for ERP solution instead of a public Blockchain. There are many
disadvantages of using a public Blockchain such as privacy, consensus and agreement, mining
risks, access controls, user participation, and authorization. So, using public Blockchain in enter-
prise systems is a colossal risk. In this study, we analyzed the potential application of Blockchain
as a transaction integrity tool. We purpose the use of a private permissioned Blockchain as an
independent layer of tamper-proof record of all database transactions and operations to solve the
transactional integrity issue. In this paper, we present the Blockchain architecture design details for
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an automated solution to achieve instant assurance of trust in database transactions’ integrity. We
constructed a system model of the proposed system to evaluate system latency. Key contributions
of this article are

• BlockERP Design: Explore and appreciate all essential design and architecture features
of the blockchain technology required for the development of a secure and trustworthy
database technology especially in the context of ERP.
• Consensus: Identification of best-suited consensus mechanism for BlockERP.
• Latency: Establishment of baseline latency performance of BlockERP.

In the rest of the paper that follows, Section 2 covers the concepts and ideas as the back-
ground to understand the core of this paper. Section 3 discussed the existing solutions and related
work to this approach. Overview of Blockchain and database integration with its benefits is stated
in Section 4. An integrated Blockchain and database system, along with a consensus mechanism,
is elaborated in Section 5. Section 6 presents an evaluation of latency. Section 7 concludes the
paper.

2 History of Blockchain and ERP

In a few years, Blockchain has emerged as one of the most innovative and trending technol-
ogy in the financial world and the cybersecurity domain. This technology has been successfully
applied in the finance-related application. Various economic transaction systems are using this
technology. Many organizations and have successfully applied different Blockchain-based business
models in the industries. It has attained ample attention from both academia and the financial
world in a short time. Industries from different sectors are discussing the possibilities of creating
Blockchain-based decentralized applications (Dapps) and implementing them in their organiza-
tions with desire [9]. Blockchain-powered crypto-currencies, such as Bitcoin [10] and Ethereum,
have attracted many government bodies, academia, and industry.

Blockchain has evolved so much in a brief period. Blockchain 1.0 was only limited to
currency in which it executed Blockchain-based financial transactions on Bitcoin technology. The
popularity of Blockchain-based crypto-currencies uses Proof of Work has made scalability a
significant issue. This consensus mechanism is time and energy-consuming. Bottlenecks in Bitcoin
limit the ability of the Blockchain network and cannot provide support to high throughput rates
and lower latencies [11]. Blockchain, 2.0 introduced smart contracts. Smart contracts are automati-
cally executable computer programs; they define which set of rules for block validation in advance,
enhance system security, and reduce the cost [12]. The most noticeable Blockchain technologies
in this field are Ethereum and Hyperledger. Smart contracts and Ethereum are widespread and
are being applied in many domains [13]. The use of Blockchain in the Industry sector is a
significant contribution of Blockchain 3.0. Blockchain 3.0 discusses different solutions, which can
make Blockchain applicable to user demands. Blockchain applications extend beyond Bitcoin and
Ethereum and are applied in different domains such as finance, education, e-commerce, the inter-
net of things [14,15], health, and governance [16,17]. In the following subsections, we will focus on
the existing application of BlockChain Technology, its opportunities in distributed Product Life
Cycle Management (PLM), and challenges of the existing ERP access control mechanism.

2.1 Blockchain Technology (BCT)
In addition to the financial sector, Blockchain is being adopted and integrated into various

application areas. Many Blockchain-based solutions have been proposed in recent research, such as
BlockChain Technology (BCT) in supply chain networks to revolutionize and reshape businesses.
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Blockchain has become a new distributed information technology. It represents a new approach in
the supply chain field, where visibility and transparency of production processes are the main chal-
lenges [18]. Much research is being conducted on sustainable manufacturing based on Blockchain
in Industry 4.0 from the perspective of technology, business, organization, and operation. The
transformation of the sustainable manufacturing paradigm driven by the Blockchain is still in the
hype stage’s early stage and is gradually being fully adopted [19]. Recently, blockchain technology
has also aroused interest in the accounting community. A blockchain-based solution is proposed,
which helps auditors by providing them reliable digital audit-proof at a reduced cost [20].

2.2 Blockchain and Product Life Cycle Management (PLM)
Traditionally, Product Life Cycle Management (PLM) is implemented based on independent

and centralized systems, which makes it challenging to integrate and share. Therefore it is difficult
to meet the openness and decentralization of the Industry 4.0 era Requirements. A Blockchain-
based solution has been proposed to overcome this problem by facilitating the data transfer
sharing in the PLM [21]. The blockchain-based solution is also being used for the world’s food
system, which implements blockchain technology to create transparent and traceable supply chains
for food [22]. Possible uses for Blockchain in supply chains are also being explored to provide
solutions for package tracking in the supply chain [23]. Although Blockchain has automated
processes and reduced paperwork due to smart contracts, organizations are reluctant to adopt
BCT. In other words, the Enterprise Resource Planning (ERP) transition makes the organization
tired, unwilling to resist further system development, and unable to resist subsequent changes.
The operation and logistics functions can be significantly improved through the Blockchain, and
the integration of the Blockchain and the ERP system can completely change the way of daily
operations [24].

As Blockchain technology is developing rapidly, it is offering tools to build flexible and cost-
efficient enterprise systems by using its distributed ledger, smart contract, software connectors,
and consensus mechanisms which provide a better solution as a Blockchain and database inte-
gration [25] Blockchain’s ability to ensure transactional integrity and immutability can increase
the transactional efficiency, credibility, transparency, and can also optimize the process of the
enterprise systems and supply chain [26].

2.3 Conventional Access Controls
In database systems, access control models have been traditionally proposed for both appli-

cation and database levels. In database systems, integrated access control model Mandatory
Access Control (MAC), Discretionary Access Control (DAC) [27], and Role-Based Access Control
(RBAC) [28] provide efficient security and can also be implemented with the encryption algo-
rithms [29], but these systems do not provide decentralization, immutability, and owner-controlled
access.

With all benefits, the ERP system also faces some challenges related to data integrity. Issues
with current ERP systems are that performed transactions in these systems are less efficient,
costly, and at risk of several attacks. Also, these transactions are costly to manage and review
with much difficulty in tracking. This problem was considered lacking any kind of solution
recently until Blockchain appeared on the scene. One of the other issues of enterprise systems
organizational structure is the lacking of decentralization [30]. Therefore, enterprise systems can
benefit from the decentralized feature of Blockchain technologies. The transactions recorded
through the Blockchain might provide safe, credible, immutable, and fully transparent services to
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all stakeholders worldwide [31,32]. Blockchain helps in building credibility and trust with business
parties, simplifying future transactions. Unlike other decentralized applications and Blockchain
technology projects, little work exists to address the integration of conventional and Blockchain-
based solutions for ERP. There is a lot of research work needed to benefit from Blockchain
technology for enterprise systems. In this paper, we discuss the aspects of Blockchain technology
and its integration with the ERP system by proposing an architecture for this integration. We also
present system models for the evaluation of latency-based performance.

3 Related Work

Enterprise systems include unique solutions such as ERP solutions for automating trans-
actions. Supply Chain Management [33] offers additional refined planning. Product Life Cycle
Management is used to integrate data related to the product with other extended business
processes [34]. Another enterprise system is customer relationship management CRM, which
helps manage customer relationships [35]. However, ERP is the essential category of enterprise
systems [36]. ERP system is software that integrates business processes related to finance, sup-
ply, manufacturing, and resources with information management to enable resource management
across the whole enterprise. Another benefit provided by ERP systems is the foundation of
e-commerce. Customers can order, track, and check the delivery process through web-based cus-
tomer access. In database systems, all participants have a full copy of the transaction and its
history; it makes the security risk very high for the organization and its users. Lack of credibility
of transactions has become a significant issue for making the development of e-commerce difficult.
Adopting Blockchain protocols to existing solutions can end this issue. However, it still faces sig-
nificant scalability issues such as throughput, latency, and instant transaction [37]. Encryption of
Blockchain data is desired to overcome risks [38]. Blockchain technology can secure the integrity
of transactions stored in the database. Well-formed transactions, access control, audit, and user
authentication provided by Blockchain can decrease threats to data integrity [39]. Blockchain-
based Distributed Autonomous Organizations (DAO) lack central authority. Instead of central
authority, any modification in Blockchain is achieved when all the network participants reach a
consensus, making transactions of the system more secure [40]. BlockchainDB [41] proposed a
Blockchain-based database application platform ChainSQL with the feature of decentralization,
audibility, and distributed nature. The limitation of ChainSQL is that it is a public Blockchain
and is based on Proof of Work consensus. Public Blockchain networks using Proof of Work do
not suit well for large-scale system implementations because of high cost and scalability issues.
Transaction throughput and latency will become a bottleneck in this case [42].

In recent years, few systems are proposed as a replacement for the ERP Database with
Blockchain. One of these solutions is BigchainDB. It is a database that has properties of
Blockchain like immutability decentralization, assets controlled by the owner, and characteristics
of a database such as high transaction rate, low latency, data querying. BigchainDB is used for
business processes only, such as booking apps and delivery tracking apps. BigchainDB is famous
for keeping the privacy of data, but it differs from ensuring data integrity. One of the other
limitations of BigchainDB is that it only works on MongoDB.

Another solution proposed is Blockstream, which works with Sidechains. Sidechain is a
Blockchain running parallel to bitcoin and benefiting from bitcoin security. Blockstream helps
in securing asset transfer among chains. Another solution is Bluzelle, which is a decentralized
ecosystem that allows complete control of data along with monitoring. This system uses Bluzelle
cryptocurrency for payment between the parties. These systems replace the ERP database with
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Blockchain, which raises performance issues. These systems offer a replacement of database
systems, which is very hard to adopt in the current industry as all the organizations are using
ERP systems. Replacing ERP systems in all organizations is not a feasible and affordable choice.
The main issue while adopting Blockchain technology is latency and scalability. One of the
main problems regarding Blockchain-based technology is its ability to scale up to industry-wide
standards. In Bitcoin, a maximum of 3–4 transactions are processed per second. Ethereum has the
same problem, it can process a maximum of 15 transactions per second, but in the industry, we
need a large number of transactions per second. As databases work with hundreds of transactions,
integrating the database with Blockchain might slow the database system.

This paper proposes an alternative model that leverages Blockchain and integrates it with
a conventional solution using both systems’ features. This proposed system uses a consensus
mechanism and validation techniques to ensure transaction integrity. This solution identifies the
scalability gap and provides a better transaction rate per second than existing solutions. The
strength and limitations of different Blockchain-based systems are presented in Tab. 1.

Table 1: Strength and limitation of different blockchain-based systems

Solution Strength Limitation

ChainSQL Public blockchain based on proof of
work consensus

Using proof of work does not suit
well for large-scale system
implementations because of high
cost and scalability issues.

BigchainDB Proposed as a replacement for the
ERP Database with Blockchain

Used for business processes only.
Only works on MongoDB.

Blockstream Sidechain-blockchain running
parallel to bitcoin

These systems replace the ERP
database with Blockchain, which
raises performance issues like latency
and scalability.

Bluzelle An ecosystem that allows complete
control of data along with
monitoring

Bitcoin
Ethereum

Digital currencies—can be used in
financial transactions

Slow transaction processing.
Databases work with hundreds of
transactions, integrating the database
with Blockchain might slow the
database system.

4 Blockchain and Database Integration

The database provides many benefits as it centralizes business data and provides a single point
of contact. In databases, it provides full control of the operations to the database administrator.
This has proven to be useful for making informed decisions for the future. The system is usually
fully functional as it performs data updates in real-time. With all these benefits, databases still
have some limitations which can be addressed by integrating Blockchain with the database.
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4.1 Data Integrity Assurance
Data integrity means that only authorized persons can access and modify the data, and the

data is always accurate and consistent. Data integrity assurance issues arise as there is no proper
system to evaluate erroneous access/modifications in the database. There is a risk of compromised
data integrity because of threats like human errors, transfer errors, compromised hardware, cyber-
attacks, security errors, and malware, etc. With all these associated risks, data integrity assurance
has become extremely challenging. The existing solutions for trust management of ERP have pre-
dominately centralized management ways, which create the risk of the data being tampered with
by an inside malicious intent manager or attacked from outside incursion. Blockchain help caters
to this risk by ensuring that data cannot be freely modified, deleted, or forged anyway. Blockchain
is a fault-tolerant database, and data stored in this database is immutable. The architecture of
Blockchain is decentralized, which makes it robust against any hacker and security breaches. It
also relies on public key infrastructure; using such infrastructure provides encryption, which is
expensive and resistant to crack [43]. In Blockchain multiple copies of data are maintained at
participating nodes, it is recommended to never store personal identification information or any
other sensitive data on the blockchain. In Blockchain pseudonym identities are used instead of
actual identities, which help ensure trust among the network. Mostly, pseudonym identities are
used instead of real identities which help build trust among the network. Instead of actual data
hash of encrypted data can be stored on the chain for validation purposes while maintaining
actual data either in a co-located, off-chain database or an existing source system. Digital assets
such as transactions or files can be hashed using hashing algorithms and then the hash of data
can be stored onto a private (permissioned) blockchain.

4.2 Single Point of Failure
A single point of failure is a common issue in database systems. There are many areas where

a single point of failure can occur in a database system. A single point of failure, such as a
database server’s failure, can cause the entire system to shut down. These failures can compromise
the availability and functionality of the entire system. Integrating Blockchain with a database can
cover this issue as there is no central authority in Blockchain, and the system is decentralized.
Blockchain has a copy of the same information across the network, and the same information
is broadcasted to all the participating nodes. A single person does not control it; ledgers are
unmodifiable, which protects the transactions. In Blockchain, no one is in charge of Blockchain,
which eliminates a single point of failure. Keeping these issues in view has become evident that a
database and Blockchain integration can solve these critical problems.

5 Proposed Solution

Integrating Blockchain with database systems can solve the issues discussed previously, as
Blockchain can provide the cross-checking ability to assess the erroneous behavior of a database
using smart contracts. Blockchain and database integration may provide the benefits of verifying
and authenticating identities. Transparent systems will help in reducing the cost of tracking and
reporting, which is significant. Implementing smart contracts will help to reach an agreement,
formalization, and enforcement automatically. An enhanced security setting is provided by which
system security and data privacy are ensured, and solid ground for assurance of risk-free financial
transactions is provided. We propose a system BlockERP in which Blockchain runs in synchro-
nization with the database and validate the transactions as they happen. The architecture of the
BlockERP comes next in this section.
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5.1 BlockERP Architecture
We have proposed BlockERP architecture after analyzing data integrity issues in Enterprise

systems. Then we explored Blockchain technology and its applications in particular private per-
missioned blockchain and its related projects. After highlighting several design features in this
article we focused on the selection of consensus that improves latency of ERP-Blockchain hybrid
system.

Transaction integrity is an uncompromising proposition. Data is not static; it can change
throughout its existence. When a transaction is processed, one or more records in the database
get updated, and changes are made. Updates and modifications are acceptable as long as it is
consistent across the systems and storage. During the transaction process, if an error occurs, it
affects the entire database. It is essential to achieve data integrity, to maintain quality processes,
and adequately working systems. In the proposed architecture, we present two scenarios.

User queries are only processed through database validation and access control mechanisms
and are recorded in the database. Data that is selective and important for which database
validation and access control mechanisms are not enough is copied on the Blockchain. These
transactions are validated after achieving consensus. Validated transactions are broadcasted to
the Blockchain network and are stored in the database. The status of both databases and the
Blockchain is maintained so that transaction integrity could be assured. The proposed system’s
architecture is presented in Fig. 1 with components described in this section.

Figure 1: Architecture of the proposed system block ERP

5.1.1 Application Interface
When a user queries the database, the query, and the user profile details are sent to the

database as a transaction where the database validation business rules validate it. If the trans-
action is invalid, an error message is shown to the user via the application interface. If the
transaction is valid, it is sent to the Blockchain network via the application interface.
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5.1.2 Blockchain Network
A Blockchain network is a group of devices or connected computers. These devices or con-

nected computers are called nodes. These nodes make up a Blockchain network. The Blockchain
network has no central authority. Transactions generated by users through the application inter-
face are forwarded to the Blockchain network. At the Blockchain network, consensus occurs, and
the nodes in the network validate each of the transactions. After validation, these transactions are
broadcasted to every peer node in the network, and the record of these transactions is recorded
on their copy of the ledger.

5.1.3 Transaction Pool
After being forwarded from the application interface, it places transactions as unpacked

transactions in the transaction pool. It updates the transactions and puts them into the transaction
pool, and these pooled transactions are packed into packs. Each pack contains ‘N’ transactions.
These packs are updated in the form of a block by the block generator. The block generator
creates a new block after consensus.

5.2 Consensus and Validation
BlockERP Blockchain comprises four phases. During the first phase, the user initializes the

transaction. It stores the transactions in the form of unpacked transactions. The second function is
the block generator. Transactions are packed and submitted in the batch, and a block is generated.
‘n’ number of transactions can be submitted into a block. This block is forwarded to the validator
nodes and for the process of consensus. After a consensus is achieved, and all the validatory pass
the validation, block validation is finished. Block is published and broadcasted to all the network
nodes, and the chain is updated.

In these access controls, business rules are defined to avoid conflicting transactions and issues
like system forks. These rules validate if a user has permission to perform a transaction and
transaction integrity is validated as well. After validation, if the transaction is valid then the
transaction is forwarded to the ERP database for database operations and the Blockchain network
for consensus and agreement. Otherwise, it is denied, and a message is sent back to the user
through the ERP.

5.3 Multilevel/Hierarchical Blockchain
Our proposed system works with a multilevel hierarchical blockchain. In Fig. 2 multilevel

hierarchical blockchain is presented. Three levels of this blockchain are as follows.

•Validate Data and 
operations Validation

•Roles
•Permissions

Access Control 

•User Query
•Tables

Transaction Logs 

Figure 2: Multilevel hierarchical blockchain
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5.3.1 Level 1: Transaction Logs or Data (Data Restoration)
The first level of blockchain can provide data restoration for the database by maintaining the

ERP status so in case of any issue or error the database can roll back to its previous state. This
level is for maintaining the transaction status both in blockchain and ERP. This level provides
two options for this purpose: First to store the actual data on the blockchain in compressed form
(Merkle tree) and cryptographically encrypted. Different data backup options like full backup,
incremental backup, differential backup, and mirroring are used.

Second to Store the transaction logs of the Data on the blockchain In this case, data can
be stored as transaction logs of the database which maintain the status of the database as well
as the transactional history. Using the two, it is always possible to roll back our database to any
desired previous state in case of any issue or error.

5.3.2 Level 2: Access Control/Business Rules
The second level of blockchain holds the business rules and access control details. This level

holds information regarding:

(1) User access rights granted to the ERP system.
(2) Activities of Authorized Users who have system access.

5.3.3 Level 3: ERP Data Validation:
This level ensures the integrity of the transactions and makes sure that the same records are

placed on the database of the ERP and the Blockchain. This level holds rules through which ERP
and Blockchain will be able to communicate with each other at any point in time to synchronize
themselves with each other.

5.4 System Model
As shown in our BlockERP system’s architecture, it comprises three parts, i.e., a client appli-

cation that sends transaction requests both to the database and Blockchain network. Transactions
are processed and saved into the database. At the same time, transactions are sent to Blockchain
for record-keeping and immutability. In this section, we discuss the Blockchain network. For
transaction processing of our system, after transaction initialization, blocks are generated which
gather, validate, and pack the transactions into a block. Then block is broadcasted for consensus,
and after consensus, the block is added to the Blockchain system. The key steps of this model
are given below.

5.4.1 Transaction Initialization
In this system, transactions are initialized. The user sends a transaction request, and this

request is added to the transaction pool of unpacked transactions. These transactions are then
packed and sent for block generation.

5.4.2 Block Generator
In this system, we assume that there are N nodes and T transactions, and a newly generated

block is denoted by Bi, which can contain [t1, t2,. . ., tn] ∈ T transactions. The Block state is BSO
if it is open for consensus, and after consensus, the block state is BSC. Whenever transactions are
requested, they are packed and Block Bi is generated, then forwarded for consensus.
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5.4.3 Consensus and Validation Model
For consensus, we are using the PoET consensus mechanism, in which the shortest allocated

time gets to be the winner of the block. Time is allocated to all validator nodes in the block, and
the one with the shortest wait time is the leader of the block. The client sends a request which
is forwarded to all validator nodes, all the nodes reach a consensus, and the block is committed,
and the response is sent to the client.

In this paper, we discuss the latency of the proposed system, which is evaluated by the
Blockchain’s ability to complete a transaction. In PoET, two main steps are considered as dis-
cussed in the system model, the first step is block generation, and the second is consensus
achievement. So, latency or final time includes both block generation and consensus achievement
and is denoted by:

TF =TI +TB+TC (1)

TF is the time of finalizing the transaction, TI is the time of transaction initialization, TB
is blocked generation time, and TC is time to achieve consensus. Consensus latency TC can be
measured in two steps; time is taken to deliver messages TDM and verify message TVM and is
given by:

TC =TDM +TVM (2)

5.5 PoET Consensus Model
Different types of consensus algorithms exist, which makes it very difficult to select one

according to the requirements. In a decentralized system, there is no perfect consensus algorithm
available There is always a trade-off between different properties of consensus mechanisms accord-
ing to the system requirement. [44,45] presents the comparison of existing consensus models it
shows that PoET is only private/public blockchain consensus with the minimum cost. BlockERP
achieves consensus using the Proof of Elapsed Time (PoET) consensus mechanism. We chose
PoET after reviewing all available consensus mechanisms and comparing them against system
requirements and have modeled its network latency in detail in Section 5.6. The concept of
PoET was proposed by Intel, in 2016. It provides high technology tool for solving the computing
problem of the “random leader election.” This consensus algorithm is mostly used and is suitable
for private permissioned Blockchain networks to decide the block winner/validator on the network.
It is being used by Hyperledger for implementation and experimenting with private Blockchain.
The basic strategy of PoET is that every participant waits a random amount of time in the
Blockchain network. The leader of the block is selected according to the finish waiting time. The
participant who wins gets to bet the leader of the block.

In our network, we have three types of nodes; Complete node, Partial node, and Reader
Nodes. There are ‘N’ nodes in the Blockchain network out of which some complete nodes conduct
PoET consensus among them. There are some parts and reader nodes in the Blockchain network
as well, but they have limited access. Consensus is achieved by complete nodes only. Consensus
outline using PoET is presented in Fig. 3.

5.6 Consensus
PoET can tolerate (N − 1)/3 faulty nodes in the entire Blockchain system. PoET communi-

cation protocol has five phases, as shown in Fig. 4. We have adopted this model from [46] and
designed it specifically for PoET consensus. In the first phase, a request is sent by client zbc for
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validation of a block. Client sends this request to primary validator zbp (p = 1, . . . , N, p c). In
request, a signature is included, which is verified against all validators. In the second forward
phase, a batch of requests is processed, and block B is generated, which is forwarded to all
validators in the Blockchain networks N−1 Message Authentication Codes (MACs) are generated
by the primary validator, and every node needs to verify MAC.

Figure 3: Consensus outline using PoET

Figure 4: Protocol communication pattern of PoET

In the preparation phase, authentication of the forwarded message in the second phase is
done, and each node generates N − 1 MACs, and every node verifies N − 2 MACs. At the same
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time, the primary validator receives MAC from all nodes and verify N − 1 MACs. In the commit
phase, the message is exchanged by all nodes. The primary validator node and other nodes send
and receive N − 1 commit messages. In the response phase, a final MAC is generated by the
primary validator, and all other nodes for every request and response are sent back to the client.

So, for each block B, primary validator zbp needs to process and verify B signatures and
also complete 2B+ 4(N − 1) MAC operations, and every node zbi(ip, c) is required to verify B
signatures and complete B+ 4(N − 1) operations. In the worst-case scenario, computational load
for each batch for other nodes zbi is:

obi =Bα+ [B+ 4(N − 1)]β (3)

where α and β are the required CPU cycles, and for primary validator is:

obp=Bα+ [2B+ 4(N − 1)]β (4)

By this computational load, validation time can be calculated for each request by:

TV = 1
Bn−1...N

[
Obn

Cbn

]
(5)

And time to deliver a message for each request can be calculated by the following equation
where S is the block size, τ is the timeout in which any message is delivered and Rbi,b j is the data
transmission rate that connects the validator.

TD = 1
N

(t1+ t2+ t3+ t4+ t5)= 1
N

({
BS

RbC ,bp
, τ

}
+
{
max
i �=c,p

BS
Rbp,bi

, τ

}
+
{

max
i �=j; i, j �=c

BS
Rbi,bj

, τ

}

+
{
max
i �=j

BS
Rbi,bj

, τ

}
+
{
max
i �=c,

BS
Rbi,bj

, τ

})
(6)

Algorithm 1: Proof of Stake Working
function CONSENSUS (Bi: Block of undecided transactions N Validator Nodes)

Receive Transactions t1, t2, t3,. . ., tn
for all transaction [t1, t2, t3,. . ., tn] ∈ T do
Generate Block (Bi← [t1, t2, t3,. . ., tn])
BSO←� // Block close for consensus
BSC←� // Block open for consensus
BSO← [t1,t2,t3,. . ., tn] ∈T =Bi

Send new block B0 to validator nodes [n1, n2, n3,. . ., nk] ∈N
BSC← Consensus Achieved (BSO)
if BSC =� then repeat

N←∀t ∈B0|rt| = rmin
BSC← Consensus Achieved
(BSO)) until BSC =�

Apply BC
Bi←Bi + 1

return Bi
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5.7 Algorithm for BlockERP System Routine
In Algorithm 1, an outline of a consensus routine is provided. System consensus has many

phases. In the first phase, transactions are received, and several transactions are packed, and a
block is generated, which is open for consensus. Transaction in the block needs to be validated for
ensuring transaction integrity. Until consensus is not achieved, the block is open for consensus,
and validator nodes need to reach an agreement to achieve consensus. Block is sent to validator
nodes. After consensus achievement, the block is closed for consensus. For consensus achievement,
random time “rt” is allocated to the validator nodes. The node with the shortest wait time “rm”
wins and gets to be the block’s leader for block validation. Block is added to BSC after achieving
consensus, and new block Bi (block of undecided transactions) is added for the consensus.

6 Evaluation of Proposed System

To prove the concept of our proposed architecture, we used Hyperledger Sawtooth
(https://sawtooth.hyperledger.org/docs) Sawtooth is a framework designed for enterprise-related
distributed ledgers as the private Blockchain. We used the ledger state of Hyperledger Sawtooth
to represent our transactional data, while the validator was used to enforce rules and policies.
Implement ion our work is done using Docker [30], which uses Ubuntu images and containerizes
the application using Docker containers.

Hyperledger Sawtooth works with transaction families. The Sawtooth application layer of
the system is separable from the core system, so it provides the possibility to build and define
a transaction family on top of built-in Blockchain architecture. The transaction family includes
a transaction processor, also known as a smart contract in other Blockchain architecture. In this
transaction processor, rules and conditions are defined for the Blockchain incoming transactions.
The same validator can be associated with more than one transaction processor, which is used to
manage block validation. An addressing space is assigned to every transaction processor in which
information acquired from the family name is stored. After passing through, the log transactions
are directed to the associated transaction processor, and the payload of the transaction is con-
sumed before passing the transaction to the validator. Rest API works as an interconnect between
the validator and the client, passing requests from the client to the validator. Data is transferred
between both sides in encoded form, and only a participant with RSA key pair can send the
transaction to the network. If there is a need to send over one transaction, multiple transactions
can be encapsulated in a batch, and the batch is transmitted.

6.1 Transaction Family for Proposed System
For proof of concept, we developed our own transaction family and implemented it in Hyper-

ledger Sawtooth. In our transaction family, operations are performed at the schema level. For
instance, storing table name. When a new table is created, or an already existing table is updated.
In that case, the client saves these transactions in Blockchain, which will provide immutability.
Data can never be modified once stored, which ensures the data’s transaction integrity. In case of
modification of table, the ERP schema only maintains the new table however in our BlockERP
the details of the old and new table will be logged. Old table details being immutable stays the
same and modifications are entered a new record.

The transaction family allows the client to set data parameters and retrieve them. These trans-
actions sent by the client are validated by validators and processed by the transaction processor.
A client can view all the transactions stored in Blockchain and list the states of Blockchain’s
available blocks. The client uses the command line application interface and performs operations

https://sawtooth.hyperledger.org/docs


CMC, 2022, vol.70, no.1 1103

of set data, getting data, viewing blocks, and viewing the state list. Transactions are requested,
and data is retrieved.

6.2 Transaction Payload
In the BlockERP transaction family, we have two object encoded fields, and these fields are

the table name and action performed. Only these two fields can be passed through the payload by
the client. In the transaction payload, we also added the date and time functions that display the
transaction date and time with transactional data Transaction header parameters in our defined
payload are input, output, and dependencies. The parameters of the transaction header are the
inputs and outputs (the address generated using the device URI), the dependencies (in our case,
None since our transaction family does not depend on any other transaction family), the family
name (i.e., Simplestore version is 1.0), and the encoding (the encoding field needs to be set to
application).

6.3 Address and State
In Hyperledger Sawtooth, data is stored in a Merkle Tree. In our system, data is stored

in the state. Addresses are constructed in a format that an address contains a hexadecimal
string of 70 characters. The first six characters are formed SHA512 hash, which we are using
to encrypt namespace prefix, and the rest of the 64 characters are from the unique encoding
format’s SHA512 hash. Both namespace prefix and unique encoding format are used to generate
the address. A state is an important place as it handles the layer of data. We created a class in
which context was taken as a constructor. This context includes the data layer object, which is
being used for setting transaction data and retrieving it. We used state entries for setting the state,
and it contains the addresses with data. New blocks are built on top of the Blockchain, and the
state can be checked.

6.4 Execution
Transactions are executed in Hyperledger Sawtooth in a sequence. The transaction processor

receives the client’s request, and the payload is verified according to the formal validation rules
defined in the transaction processor. Transaction processor checks if data entered is sent by a
permission participant who has authorization to the network, signatures are verified. Operations
entered are checked if they are valid operations or not. Chain validation is checked before adding
the block to the Blockchain invalidation. If the transaction is valid and validators pass the
transaction, then the transaction requestor public key is verified against the signature, and block
validation is finished. Block is added to the Blockchain and broadcasted on the network.

6.5 Transaction Flow of BlockERP System
This paper provides proof of concept for our proposed architecture and consensus by using

Hyperledger Sawtooth We test our proposed architecture with PoET. The transaction processor
SDK is used to verify against defined rules and policies. The transaction family is registered and
broadcasted to the validators. A transaction is requested through the client application and is
sent to the validator through REST API. The validator acts as an interconnect between both
transaction families, and the client requested a transaction after the transaction satisfies all the
validation rules for integrity. PoET consensus is used in which validators are provided wait time,
and one with the shortest wait time wins and gets to be the block leader. If consensus is not
achieved, the client is notified, and the transaction is terminated. If consensus is achieved, the
process of block validation starts. If validation fails, the transaction is terminated, and the client
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is notified. On the other hand, if validator nodes pass the validation, the block is finalized, and
the block is published. The transaction flow of our system is presented in Fig. 5.

Figure 5: Transaction flow diagram for proposed system

6.6 Performance Analysis
In Blockchain, there is always trade-off security, decentralization, scalability, and latency of

the system. The theorem of robust distributed systems is that “A robust distributed system can
only simultaneously provide two out of the three properties,” just like CAP theorem [47], which
provides a concept that only two properties can be achieved out of availability, consistency,
and partition tolerance. In Blockchain, scalability is the ability of transaction processing of any
Blockchain system. Blockchain faces the issue of scalability, and researchers are working to make
Blockchain more scalable, which will be able to handle an increasing number of transactions.
Decentralization is the Blockchain system’s fundamental characteristic, which means that there
is no need for any central control, and third-party, which provides the system immunity from
different attacks and eliminates a single point of failure. The third property of the Blockchain
system is security; the blockchain system comes with features of immutability, which makes the
system secure, and security should be assured for different types of attacks such as the Sybil
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attack, DDOS, and 51% attack, etc. The fourth and most important property of the Blockchain
is Latency, which is discussed in this paper. In Blockchain, latency is measured by the Blockchain
system’s time to finalize a transaction and make it irreversible. In the existing Blockchain, there is
a trade-off between these properties. In Public Proof of Work Blockchain systems such as Bitcoin
and Ethereum, decentralization and adequate security are achieved while compromising scalability
and latency. Some Blockchain systems compromise on decentralization for achieving scalabilities
such as EOS and Cardano. While in some Blockchain systems such as AION and Cosmos,
systems gain fast scalability and latency with decentralization, but they sacrifice security and risk
cyberattacks. While our proposed system is decentralized, secure, and provides fast latency than
Bitcoin and Ethereum. In this article, we have tried to establish the baseline latency delay between
centralized ERP and the blockchain. Specifically, we have focused on the evaluation of consensus
algorithms and their impact on latency. As a centralized system, ERP has very high processing
rates. Establishing the baseline delay of the blockchain system is crucial to the configuration of
BlockERP. The decision of either slowing the ERP or introducing buffers for pending transactions
are depended upon the results we have presented in the evaluation section. For establishing latency
delays we present the result of thousand transactions using PoET on our defined validator on
ERP Schema are presented in Tab. 2.

Table 2: Comparison of different blockchain systems

Blockchain system Transaction rate per second

Bitcoin 4–5
Ethereum 15
BlockERP 45

For our architecture implementation, we used Hyperledger Sawtooth. In Bitcoin, a maximum
of 3–4 transactions can be processed per second. Ethereum has the same problem, it can process
a maximum of 15 transactions per second, but in the industry, we need a large number of
transactions per second. To improve our transaction rate, we worked with Hyperledger Sawtooth
as it also provides the option of building a private Blockchain, which is our basic system require-
ment. As for database selection, we used MongoDB, which processes thousands of transactions
per second. As the database work with hundreds of transactions, integrating the database with
Blockchain might slow the database system. To cater to this, we shall be processing selective
data transactions through Blockchain, and the database access control will handle the rest of the
transactions.

In Hyperledger Sawtooth, our Blockchain transaction processing is shown in Fig. 6. The
number of transactions is displayed on the x-axis processing time in milliseconds is presented on
the y-axis. The processing of different numbers of transactions is calculated in Milliseconds and
displayed in the following graph.

A comparison of Blockchain with MongoDB, which processes thousands of transactions in
a second transaction processing time of Blockchain, is slow. However, transaction processing time
can be optimized with Hyperledger. A proposed solution for making sure that Blockchain works
parallel with the database we define two scenarios.
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Figure 6: Processing time of 1000 transactions in millisecond

(1) Only selective data should be processed through Blockchain.
(2) In Blockchain, we propose using buffers on every node, which can contain thousands of

transactions and make it possible for Blockchain to work in parallel with the database.

In the graphs, Blockchain’s transaction processing rate is approximately 45 transactions per
second, which is much better than Bitcoin, which processed only 3 to 4 transactions per second,
and Ethereum with a transaction rate of 15 per second. The transaction processing rate of the
BlockERP system compared with Bitcoin and Ethereum is presented in Tab. 2.

7 Conclusion

The paper evaluates the blockchain technology for ensuring transaction integrity in ERP
solutions. We propose BlockERP as an integrated architecture of private Blockchain and database
systems to address the challenges of a single point of failure. The paper provides a detailed
architecture of integrated ERP and Blockchain highlighting the selection of PoET consensus to
reduce latency. We present a detailed model of PoET to establish the performance of Block-
ERP along with experimental results of a customized transaction processor. Our results and
architectural details are significant in establishing the baseline latency of BlockERP. Proposed
PoET based BlockERP outperforms etherum and bitcoin in terms of several transactions ber
millisecond. However, the blockchain is much slower than centralized ERP. In organizations where
access to sensitive data is of the highest priority, this latency may seem affordable. The blockchain
application proposed here can be deployed easily by organizations using database systems. This
deployment will strengthen data and transaction integrity. Companies can keep their database
systems; they will only need to integrate Blockchain into the existing system, as suggested in our
proposed system.

8 Future Work

For future work, Decentralized Application is to be developed using Hyperledger Sawtooth,
which integrates both systems. Several possibilities of future work related to this paper are in the
pipeline form the point of view of system implementation such as scalability, validation testing,
implementation of complex query databases, performance analysis of such systems, suggesting and
implementing a new encryption algorithm for providing more security to the data.
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