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Abstract: The research community has well recognized the importance of require-
ment elicitation. Recent research has shown the continuous decreasing success
rate of IS projects in the last five years due to the complexity of the requirement
conflict refinement process. Requirement conflict is at the heart of requirement eli-
citation. It is also considered the prime reason for deciding the success or failure
of the intended Information System (IS) project. This paper introduces the
requirements conflict detection automation model based on the Mean shift cluster-
ing unsupervised machine learning model. It utilizes the advantages of Artificial
Intelligence in detecting and classifying the requirement conflicts occurring in the
requirement elicitation phase. An experiment of the proposed model was con-
ducted, composed of 207 observations and 11 parameters. The results show that
the correct detection accuracy for the (Conflicted Requirements, Partial Conflicted
Requirements & Conflict Free Requirements). The proposed model findings pro-
vide a promising and effective detection process regarding requirements classifi-
cation. The model validation process provides a performance comparison between
the model output vs. the output produced by the requirement conflict verification
phase, detailing the Standard Error (SE) measure of accuracy values and the
detected clusters. The implications of this study could be used to promote the
automatization of the requirement elicitation process. Thus, increasing the poten-
tiality of enhancing the produced systems designs.

Keywords: Requirement’s elicitation; requirements conflict detection; hierarchical
clustering unsupervised machine learning; automatic conflict detection

1 Introduction

Requirement elicitation is at the heart of system and software development. Without viable requirement
elicitation between the stakeholders and the requirement engineers, the requirement will not be elicited
correctly. Therefore, requirement elicitation is critical and pivotal to the effective execution of software
development. The massive reliance of the elicitation process is placed on human factors. Thus, including
an unwanted complexity to the phase. The stakeholders and innovation community generally bring
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distinctive viewpoints to the elicitation process. The views of communities can be adversely different,
reflecting a huge variance between what is being communicated by the stakeholder and what is captured
by the requirement engineer. As a result, complexity manifests in the form of conflicts that affect the
outcome of the requirement process in such a negative way, and some cases leading to catastrophic
events. Therefore, requirements conflicts are difficult to distinguish due to the complex nature of the
requirements and source reliability verifications. It is established that requirement conflict is significant in
the success or failure of the intended system or software. The existing surveys and reports on the
requirements elicitation process’s challenges establish the importance of unresolved requirement conflict
that can lead to unsatisfying product outcomes. As reported by the Standish report, requirements conflict
issues are categorized as one of the leading causes of IS project failure. Furthermore, the report estimated
the worldwide cost of failure for IS project to be approximately $500 billion per month [1].

The introductions section illustrated how requirements conflict is increasing the risk of IS project failure.
Furthermore, the literature did not provide a suitable resolution to identify and detect requirements conflicts
during the elicitation process. Thus, it’s our motive to create a requirement conflict detections model using
machine learning algorithms to automate the classification process of the requirements based on the accuracy
rates. Hence, eliminating the conflicting and ambiguous requirements to build a successful IS project based
on precise requirements reflects stakeholder needs. Finally, producing such a mechanism will significantly
reduce the risk of the IS project failure. Thus, increasing the success rates.

The remaining part of the paper is organized as follows: Section 2 presents the related study. Section
3 illustrates the methodology strategy used to implement the proposed requirement conflict, detection
model. Section 4 analysis and results Section 5 model validation. Section 6 discussion. Section
7 concludes this paper.

2 Related Study

This section focuses on problems of existing requirement conflict approaches and their usage context in
terms of the domain. Moreover, this section also focuses on the literature evidence as collected to discover the
extent to which due consideration is given to problem domains.

The literature is rich with proposals that depend on textually specified requirements to mark the conflicts
among them. In what follows, we discuss the approaches that consider requirement conflicts as part of their
supported concepts. Few of the published approaches focused on the arrangement aspects of the requirements
elicitation process in cooperative information systems (CIS). However, due to the heterogeneity of the
interests, conflicts and contradictions were generated among the enterprise objectives. e.g., Boulekdam
et al. [2] the Jebreen et al. [3] successful attempts in reducing the number of requirement conflicts,
overlooking the fact that existing requirements conflicts cannot be unambiguously well communicated.
Therefore, both approaches can only be permissible in specific cases of tangible conflicts. Equally,
Ramadan et al. [4] presented “A semi-automated BPMN-based framework” for detecting conflicts
between security, data-minimization, and fairness requirements approach in an effort to tackle the
requirement conflicts challenges. However, the BPMN model had external validity threats concerning the
experimental design. Additionally, they did not provide an analytical mechanism to detect the conflict
between these requirements [5–8]. Moreover, the produced report of the reviewed approaches was also
classified as a set of textual requirements. Thus, the requirement conflict detection mechanism is merely a
manual process and an error prone task. Consequently, Egyed et al. [9] highlighted the challenges of
detecting requirement conflicts. In their analysis. The authors developed an approach to trace the
dependencies among the textual and non-functional requirements. The trace dependencies process is
initiated for similar test scenario patterns. Finally, the approach relies on the matrix scheme for the
conflict detection process of the dependencies. Comparatively, Mairiza et al. [10] developed a
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two-dimensional matrix catalog method for detecting requirement conflicts in non-functional concept. Thus,
examining non-functional requirement conflict, specifically the (usability & security) requirements with the
proposed ontology-based framework, in efforts to provide conflict free requirement among non-functional
requirements [11]. Regardless of the great efforts by the authors, there were a few technical issues in the
framework automation process. Much of the work on “non-functional requirement” of Mairiza has been
carried out by Poort et al. [12] In their proposed framework, Poort et al proposed to categorize the
requirements according to their functionality relevance. As such, creating clustering systems of similar
non-functional requirement to illustrate the conflicts. However, the proposed framework was merely an
abstract theory in which no analysis was conducted. Likewise, various approaches have been proposed to
solve this issue [9–12]. However, these approaches were basing their detection on textual specified
requirements. Moreover, studies show the unconfirmed detections are due to inexact semantics. On the
other hand, Ali et al. [13] proposed a contextual goal model that weaves together the variability of both
context and requirements. The provided proposition was supported and analyzed with a CASE tool to
provide a systematic process guideline, and analysis for the contextual goal models. However, the
evaluations stage of the model was conducted on a small scale. Nevertheless, the idea was considered a
successful trial.

Furthermore, Alkubaisy et al. [14] analyzed the conflict detection between privacy and security
requirements. In their approach they tried to simplify the detection by using patterns to describe the
problem. However, this approach increased the cost and the complexity, due to the redundancy factor.
Furthermore, Horkoff et al. [15] surveyed 264 top cited research papers and conferences related to
requirement engineering field in an attempt to provide a systematic mapping reference to classify the
recurring issues. Furthermore, the study evaluated the advancement of the field in area such as agents,
security, scenarios, and the implemented frameworks. Moreover, the study revealed that requirements
conflict detections has recorded lower rate of interests in the research area, due to the overlapping
complexity of the field. Thus, new methodology has emerged to tackle the requirement conflict issues in
its full content. Such as, Ribeiro et al. [16] presented a different prospective to address the requirement
conflict issue, an approach involving the Six Thinking Hats method as collaborative tool, using
gamifications theory. Furthermore, the results revealed a decent number of contributions. However, the
study is quantified as psychological approach for enhancing the stakeholder involvement. Thus, the
complexity appears to have positive relationship with stakeholder involvement. In the efforts of reducing
such complexity, Chi-Lun Liu [17] proposed a model based on the previous findings of Mairiza et al.
[10] an ontologies-based concept that relied on defining conflict detection rules to refine the requirement.
However, these rules were very limited to specific scenarios. Dey et al. [18] followed the steps of Chi-
Lun Liu [17] and Ribeiro et al. [16] by attempted to rely on the ordinary cognitive level concept.
However, the presented approach was successful only in exploring the system design based on the
stakeholder views. Similarly, Anand et al. [19] Frequently asked requirements model, using the Apriori
algorithm to reduce the conflict ratio among the elicited requirements. Although, the approach relied on
similarity count. However, it was successful in providing new insides to the elicitation process.
Accordingly, Mishra et al. [20] introduced a model driven approach for implementing early requirement
conflict detection at the stakeholder elicitation phase. However, the required efforts and compliance by
the stakeholder, were excessive and time consuming. Furthermore, Waheed et al. [21] attempted to
eliminate the knowledge vaporization occurring in distributed team members to enhance the elicitation
process. Although, the case study result was very promising. However, their result is still a reflection of a
single context. Moreover, Saeed et al. [22] conducted a study to analyze the effectiveness of software
development methodologies. The study provided a helpful reference in how to select the suitable model,
according to the project properties. Finally, Ibrahim et al. [23] presented a framework to automate the
requirement elicitation process through the use of machine learning algorithm. However, the presented
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model was only successful in nominating the optimal elicitation technique for the elicitation scenario. Thus,
producing broader requirement.

The literature review was rich with approaches that rely on textually specified requirements, to identify
requirements conflicts. Mostly, these recorded approaches can be categorized as an ontological,
psychological, cognitive and several algorithmic approaches. Moreover, these studies do not explicitly
address the issue of requirement conflicts detections. However, they deal with core aspect of the fields
emergent behavior. These studies lack in providing a mechanism to classify and detect requirement
conflicts. Thus, there is a dire need for a smart formal method to assist in detecting the requirement
conflict. A fresh perspective that focuses more on modeling, reasoning and theorem proving, and a
methodology to sufficiently address the requirements elicitation issues, thereby enhancing the
performance and reliability of the phase. Therefore, in this paper, Conflict Detection Automation Using
Machine learning, is an attempt to automates the requirement detection process and improve the industry
record of successful products.

3 Methodology and Materials

This section describes the methodology strategy used to develop the requirement conflict detection
machine learning model. In addition to data collection process, mean shift algorithm implementation and
the model analysis and results.

3.1 The Methodology Strategy

This section describes the methodology strategy used to implement the proposed requirement conflict
detection model. Moreover, the proposed model incorporates its process in four steps Fig. 1. The model
starts at the data preparation phase to initialize the dataset through a transformation and mapping process.
Next, the dataset is examined through the implementation of mean shift clustering process. Thus,
producing data clustering representation of the requirements. Next, model validation phase processes the
produced clusters accuracy, using the Standard Deviation (SD) and SE to confirms the clustering
representation of requirements. Finally, the requirement classification process for amending the qualified
requirements and dropping the detected conflicts sets in the requirements.

3.2 Data Collection

Conflict Detection Automation Using Machine Learning Model will be implemented and tested on a
requirement elicitation dataset survey collected from alive IS project. Thus, the collected dataset is a
descriptive data stating the desired IS project functionality and goals (Requirement Functionality). Based
on the requirements gathered from the stakeholders, we performed data formatting for the sake of
transforming the training set data. The dataset consists of 207 observations and 11 parameters of
McCall’s quality model [24]. Which are: Usability, to define the simplicity of the software.
Understandability, to define the software purpose and functions process to the stakeholders. Consistency,
to define the software GUI suitability. Efficiency, to define the software ability and resources to perform
task within a specific timeframe. Effectiveness, to define the stakeholder satisfaction level of the software.
Accuracy, to define the accuracy ratio of the produced result. Reliability, to define how reliable the
software is in performing required functions under different scenarios/conditions. Robustness, to define
the software robustness against the foreseen events. Portability, to define the software transportability
measures functioning in different environments. Testability, to define the software testing measures.
Maintainability, to defines the software maintaining process, such as fixing software bugs and adding new
features. As shown in Tab. 1.
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Figure 1: Methodological flowchart used in this study

Table 1: Functional requirement mapping and transformation process

S. No Parameters Qualifications

1 A Usability

2 B Understandability

3 C Consistency

4 D Efficiency

5 E Effectiveness

6 F Accuracy

7 G Reliability
(Continued)
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Tab. 1 Summarize the mapping and transformation process of the collected functional requirement
dataset.

The mapping process will be conducted on the surveyed requirements. Thus, transforming the records
and observation points to numerical weights, corresponding to the 11 parameters of McCall’s quality model
[24]. Therefore, producing a full functional dataset. Representing the requirements spectrums of all the
stakeholders.

3.3 Conflict Detection Automation Using Machine Learning

Fig. 2 illustrates the model process in context of the requirement elicitation phase. The model starts by
transforming and preparing the collected requirements datasets. Furthermore, the unsupervised machine
learning process is deployed using the mean shift algorithm. Additionally, requirement conflict
verification to validate the clustering result, using the SD and SE. Next is the classification process in
which the requirement accuracy rate determines the elimination of the ambiguous conflicting requirement.
Thus, producing a conflict free requirement. The model was developed and evaluated using Python and
the Scikit-learn (sklearn) module.

3.4 Mean Shift Algorithm

Mean shift is a type of clustering algorithm in contrast of unsupervised learning. It operates by shifting
the data point towards the mode, to create a cluster representing data points with a similar feature. The
algorithm iterates every data point closer to the centroid of the cluster till it assigns every data point
to a group.

The mean shift algorithm function that defines the clustering of the requirement dataset is expressed as
follows in Eq. (1).

f xð Þ ¼ 1

nhd
Xn
i¼1

K
x� xi
h

� �
(1)

where x = a point, n = number of points, K = selected kernel, d = dimension of the space, and

h = window radius or bandwidth.

This model relies on the use of RBF kernel to compute the data point closeness in fashion similar to
gaussian distribution. RBF kernel expressed as follows in Eq. (2).

K X1; X2ð Þ ¼ exp �k X1 � X2k2
2r2

� �
(2)

where σ = the variance and our hyperparameter

||X1 - X2|| = the Euclidean (L2-norm) Distance between two points X1 and X2.

Table 1 (continued)

S. No Parameters Qualifications

8 H Robustness

9 I Portability

10 J Testability

11 K Maintainability
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4 Analysis and Results

In this section, we analyze the Conflict Detection Automation Using Machine Learning Model. The
model starts by initializing the mean shift algorithm. Furthermore, we start the fitting phase based on the
data formatting (training sets), beside populating cluster centers and machine-chosen labels. To better
visualize the cluster analysis process, a 3D presentation of the produced result is presented in Fig. 3.

The clustering output Fig. 3 was obtained just after a cluster analysis was conducted through the python
programming language simulation. Whereas different clusters are represented by different colors, to
illustrates the cluster recognition for the surveyed requirements datasets. Results of the cluster recognition
corresponding to the analysis of the model, illustrate that our model was successful in detecting three
centroid points representing three category level of requirements. Moreover, different colors in the image
represent different identified clusters as shown in Tab. 2.

Tab. 2 Summarize the three clusters centroid points classification by the model.

Figure 2: Conflict detection automation using machine learning
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Extracting the following cluster analysis of the processed dataset has shown all three different centroid
likelihood regions are correctly identified, based on the reviewing of the survey scale distribution.
Subsequently, the clusters distributions were a representation of a range of views depending on the
weight of the given parameters of McCall’s quality model [24], as shown in Tab. 3.

Tab. 3 Summarize the requirements variant distribution of the stakeholder views.

According to our hypothesis, in the proposed model and based on the comparative analysis of the
produced results and dataset, we categorized these clusters, as shown in Tab. 4.

Tab. 4 Summarize the requirements categorization of the elicited functional requirements as per the
research hypothesis.

In next section, we will verify the following results to illustrate the clustering recognition efficiency and
ability to detect the requirement conflicts.

Figure 3: Model clustering output

Table 2: Cluster centroid points

Cluster Centroid points

Cluster 1 in red color was successful in qualifying (134) observations.

Cluster 2 in green color was successful in qualifying (43) observations.

Cluster 3 in blue color was successful in qualifying (29) observations.

Table 3: Requirements variant distribution

Cluster Distribution

Cluster 1 is a representation of the stakeholders who appears to have a positive conclusion of the
proposed system

Cluster 2 is a representation of the stakeholders who appears to have an average conclusion of the
proposed system

Cluster 3 is a representation of the stakeholders who appears to have a negative (variations) conclusion of
the proposed system
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5 Model Validation

The requirement conflict validation is the third phase of proposed model. We explicitly placed this phase
to be considered as a verification process, to create an assertive judgement of the model output for the sake of
generalizing the results, as can be seen in Fig. 2.

In this phase will put into practice the use of the SD and SE. The SD function that measure of dispersion
of requirement dataset from its mean is expressed as follows in Eq. (3).

r ¼
ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiPN

i¼1 ci� �cð Þ2
N � 1

s
(3)

where r = populations SD, N = the size of the population, ci = each value from the population, �c = the
population mean.

Where {c1,c2,..cn} are the observed values of the sample items, �c is the mean value of these observations,
and N is the number of observations in the sample and σ is the SD, which will be calculated for the all of the
parameters as shown in Tabs. 5–7.

Tab. 5 Summarize the results of the cluster-1 statistical summary report produced by the SD function in
the model validation phase. The data shows that cluster-1 represents 65% of the observations. Furthermore,
cluster-1 scored mean average of 8.232 and SD average of 1.171. Thus, cluster-1 scored better on average
and the data will be more spread out from the mean.

Table 4: Requirements categorization

Cluster Categorization

Cluster 1 is a representation of the qualified functional requirements

Cluster 2 is a representation of the inconspicuous requirements, which needs more inspections and
validation from the source to either be classified as a new amendment to the system or marked
as disqualified requirement

Cluster 3 is a representation of the conflicted requirements

Table 5: Cluster – 1 SD dataset summary

Requirement functionality

A B C D E F G H I J K

Summary
Statistics

Count 134 134 134 134 134 134 134 134 134 134 134

Mean 8.298 8.044 8.619 7.880 8.216 8.186 8.500 8.313 8.276 7.805 8.425

Std 1.117 1.142 1.135 1.274 1.099 1.202 1.148 1.400 1.064 1.427 0.878

Min 7.000 6.000 7.000 5.000 7.000 6.000 6.000 6.000 6.000 6.000 7.000

25% 7.000 8.000 7.000 7.000 7.000 8.000 7.250 7.000 8.000 7.000 8.000

50% 9.000 8.000 9.000 8.000 8.000 8.000 8.500 9.000 8.000 8.000 8.000

75% 9.000 9.000 10.000 9.000 9.000 9.000 10.000 10.000 9.000 9.000 9.000

Max 10.000 10.000 10.000 10.000 10.000 10.000 10.000 10.000 10.000 10.000 10.000
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Tab. 6 Summarize the results of the cluster-2 statistical summary report produced by the SD function in
the model validation phase. The data shows that cluster-2 represents 20.8% of the observations. Furthermore,
cluster-2 scored mean average of 1.661 and SD average of 0.783. Thus, cluster-2 scored less than the average
mean of cluster-1 and the data will be less spread out from the mean.

Tab. 7 Summarize the results of the cluster-3 statistical summary report produced by the SD function in
the model validation phase. The data shows that cluster-3 represents 14% of the observations. Furthermore,
cluster-3 scored mean average of 4.043 and SD average of 1.111. Thus, cluster-3 scored an average mean
between cluster-1 and cluster-2.

Next, in the model validation is the SE, a statistical term that measures the accuracy. It will be calculated
for the three clusters to sample the distribution of the observed values to illustrate the correlations between
the scattering of individual data point around the population mean. Furthermore, lower SE values are
considered a true mean representation of data. Contrarily, higher SE values represent irregularities of data.
The SE function that measures the accuracy of requirement dataset from its mean is expressed as follows
in Eq. (4).

Table 6: Cluster – 2 SD dataset summary

Requirement functionality

A B C D E F G H I J K

Summary Statistics Count 43 43 43 43 43 43 43 43 43 43 43

Mean 1.465 1.697 1.372 1.767 1.441 1.488 2.279 1.255 2.139 1.581 1.790

Std 0.735 0.599 0.900 0.570 0.733 0.505 1.053 0.492 1.081 1.179 0.773

Min 1.000 1.000 1.000 1.000 1.000 1.000 1.000 1.000 1.000 1.000 1.000

25% 1.000 1.000 1.000 1.000 1.000 1.000 1.000 1.000 1.000 1.000 1.000

50% 1.000 2.000 1.000 2.000 1.000 1.000 3.000 1.000 2.000 1.000 2.000

75% 2.000 2.000 1.000 2.000 2.000 2.000 3.000 1.000 3.000 1.000 2.000

Max 3.000 3.000 4.000 3.000 3.000 2.000 5.000 3.000 5.000 5.000 4.000

Table 7: Cluster – 3 SD dataset summary

Requirement functionality

A B C D E F G H I J K

Summary
Statistics

Count 29 29 29 29 29 29 29 29 29 29 29

Mean 5.034 3.379 3.724 4.482 3.827 4.000 2.862 4.000 4.482 3.620 5.068

Std 1.238 0.727 1.578 0.687 0.468 0.925 1.407 0.654 1.429 1.347 1.771

Min 3.000 2.000 2.000 3.000 3.000 3.000 1.000 3.000 3.000 1.000 2.000

25% 5.000 3.000 2.000 4.000 4.000 3.000 2.000 4.000 4.000 3.000 4.000

50% 5.000 4.000 4.000 5.000 4.000 4.000 3.000 4.000 4.000 4.000 5.000

75% 5.000 4.000 4.000 5.000 4.000 4.000 4.000 4.000 5.000 5.000 6.000

Max 7.000 4.000 7.000 5.000 5.000 6.000 6.000 5.000 8.000 5.000 9.000
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SE�c ¼ rffiffiffi
n

p (4)

where σ is the SD of the population and n is the size (number of observations) of the sample.

This statistical information shown in Tab. 8 supports the validation analysis and allocation of the given
cluster’s hypothesis.

Tab. 8 Summarize the clusters SE variation

The SE is a representation of the spread of each of the data points are shown in the Tab. 8. Which
contains the SE values of the three clusters produced by the proposed conflict detections model.
Furthermore, Fig. 4 illustrates the variations of errors values rate of cluster-1, cluster-2 and cluster-3.

Table 8: Clusters SE accuracy rates

Clusters accuracy rate

Cluster -1 Cluster -2 Cluster - 3

Requirement Functionality A 0.096 0.112 0.230

B 0.098 0.091 0.135

C 0.098 0.137 0.293

D 0.110 0.087 0.127

E 0.094 0.111 0.086

F 0.103 0.077 0.171

G 0.099 0.160 0.261

H 0.120 0.075 0.121

I 0.091 0.164 0.265

J 0.123 0.179 0.250

K 0.075 0.117 0.328

Figure 4: Cluster accuracy rate variation
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The results findings of the requirements conflict validation phase, indicate the support of the proposed
model results. Cluster-1, a representation of the qualified functional requirements is shown clearly in Fig. 4
exhibits the lowest SE values, as a projection of a true mean and a representation of higher measures of
accuracy. Moreover, Cluster-2 which exhibits a medium SE accuracy values is a representation of these
requirement elicitation observed values, that includes slightly fewer inconspicuous inclinations. Hence,
calling for more inspections and validation process from the source, in order to determine the accuracy
status of the requirement elicitation requests. Thus, either be classified as New requirement amendment to
the system or to be labeled as a requirement conflict. Lastly, Cluster -3 which exhibits the highest SE
accuracy values representing a higher variation range of requirement elicitation observed conflict values.
Therefore, the finding of this model validation phase supports the results of the proposed requirement
conflict detection model as expected. Thus, the given number of statistical analysis confirmed our
findings was appreciable.

6 Discussion

Our research has highlighted the requirement conflict issues occurring in the requirement elicitation
process. It is said to be the leading cause of the requirement conflicts due to improper elicitation process
practice. This apparent lack of correlation is one of the prime reasons for increasing the ratio of
unsuccessful IS projects and postponing the due date. Thus, resulting in huge losses. According to the
survey, the cost of this failure is evaluated annually worldwide to be “approximately $500 billion per
month [1]. The illustrated issue is preventing the achievement of the shared understanding state in the
requirement elicitation process. On the contrary, the produced requirement data was incomplete and
inappropriate, producing inadvisable, defective, and conflicted requirements. Moreover, it also increased
the budget cost and delayed the delivery of the IS projects due to the incremental, iterative process overhead.

The proposed Conflict Detection Automation Using Machine Learning Model comes as a systematic
approach to address the illustrated issue. Moreover, this model helps redefine the elicitation process by
producing conflict-free requirements that support the ongoing system/software design that corroborate the
stakeholder inclination. The proposed model shown in Fig. 2 begins at the level of the desired system
requirement survey. However, this descriptive information stating the desired system functionality will be
transformed, weighted, and mapped based on McCall’s quality model [24]. To produce a full functional
dataset representing the requirements spectrums of all the stakeholders and suitability for the machine
learning training and test process. Thus, we implemented the illustrated experiment, which consisted of
207 observations and 11 parameters that define the desired system. The clustering algorithm shifts the data
point towards the mode to create a cluster representing data points with similar features. The algorithm
iterates every data point closer to the centroid of the cluster till it assigns every data point to a group.

As a result, the model successfully selected three centroid points represented in black, as shown in
Fig. 3. The produced clusters were said to be representing a wide range of views based on their given
weights. Based on a comparative analysis of the results and dataset, cluster-3 was labeled as a conflicting
requirement. Further analysis was required to prove the following hypothesis. Thus, we commence the
model validation phase. To do this entails the implementation of the SD and SE to measure the accuracy
of the three clusters sample of distribution for the observed values around the population mean.
Significantly, the experiment carried out confirmed our initial findings. Whereas Cluster-3 exhibited the
highest SE values, representing the highest variation range in the functional requirement dataset. Thus,
this cluster truly represents the conflicted requirement on the intended IS project. This result has further
strengthened our confidence in the clustering classification convictions that the model hypothesis
suggested. Of course, given the statistical analysis produced in the model validation phase. Moreover,
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Cluster-1, with the lowest SE values, captured the qualified functional requirements response, correlated
favorably well with the given hypothesis, and further supported the idea.

Furthermore, Cluster-2 produced slightly discordant SE values. However, Cluster-2 showed an apparent
different variation of views among the stakeholder of the project. These inconspicuous inclinations variations
in Cluster-2 call for more inspections and validation process from the source to determine the accuracy status
of the requirement elicitation requests, to either be classified as New requirement amendment to the project,
or to be labeled as a requirement conflict in an effort of building IS project that represents all the views.
Nevertheless, the result was a confirmation of the model output. Finally, Cluster-3 depicted the highest
SE values, exhibiting the wider range of incompatibility standards among a particular set of stakeholders.
Therefore, no pattern can be concluded from such cacophony data. Thus, this cluster group will be
labeled as ambiguous/conflicted requirements and excluded from the system design process. The values
produced by the model have been found to be typical of a conducted experiment. Therefore, the conflict
detection automation model was successful in classifying the requirements, (Conflict Free Requirement/
Cluster-1, Partial Conflict Requirement/Cluster-2 & Conflicted Requirement/Cluster-3) through clustering
algorithm as shown in Fig. 3. Moreover, the result finding was validated through statistical accuracy test
as shown in Tab. 8. Moreover, the benefits of conflict detection automation far outweigh the
disadvantages concerning previous methods. Thus, the proposed model is a clear improvement on
previous methods. Furthermore, the results have been very promising and satisfactory in terms of the IS
project under study. As confirmed by the stakeholders, considerable progress has been made regarding
implementing a satisfactory IS project. We believe this solution will aid the requirement engineers and
system analysts to further advance in the practice of requirement elicitation. However, it is plausible that
two limitations may have influenced the results obtained. The first is the size of the IS projects under
study. The second is the difficulty of collecting data from the sources. Thus, Further data collection
would be needed to generalize the result of the model based on the model application on different IS
project spectrums and environments.

7 Conclusion and Future Work

This study aimed to develop a Conflict Detection Automation Using Machine Learning Model. Hence,
the motive of the presented paper is to increase the IS projects success ratio, reduce the risk of failure, and
enhance the elicitation process by taking advantage of the machine learning powerful abilities and data
analysis to automate the conventional requirement conflict detection process. Thus, enhancing the
produced results. The model Fig. 2 initializes the collected functional requirements by a transformation
and mapping process. Next, it investigated the effectiveness of implementing the mean shift algorithm to
detect the requirement conflicts occurring in the requirement elicitation process. The model was
successful in detecting three centroid points, as shown in Fig. 3.

Furthermore, the detected clusters represent requirements views variations among the stakeholders. As
follows, Cluster-1: Functional requirements due to the majority of votes. Cluster-2: Ambiguous
requirements. Cluster-3: Conflicted requirements.

The model validation phase has tested the following hypotheses by applying the SD and SE to calculate
the sample distribution of the observed values of the model produced three clusters. Thus, illustrating the
correlations between the scattering of individual data points around the population mean. Hence,
producing the accuracy measurement values for all three clusters. Fig. 4 highlighted the statistical report
of the result of the cluster and confirmed the given hypotheses. Although the proposed model produced a
promising result, given the small sample size of the experiment, caution must be exercised. In our view,
these results represent an excellent initial step toward automatizing the requirement elicitation process
with the help of the advance machine language computing technology. Finally, additional experimental
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tests are needed to generalize the application of the proposed model. It’s recommended to increase the data
collection sample size and expand the implementation on different IS projects environments. We hope that
further tests will confirm our findings. Future studies should aim at examining the effectiveness of decision
tree algorithm in detecting the requirement conflict in the course of IS projects.
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