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Abstract: 5G technology is widely seen as a game-changer for the IT and tele-
communications sectors. Benefits expected from 5G include lower latency, higher
capacity, and greater levels of bandwidth. 5G also has the potential to provide
additional bandwidth in terms of AI support, further increasing the benefits to
the IT and telecom sectors. There are many security threats and organizational
vulnerabilities that can be exploited by fraudsters to take over or damage corpo-
rate data. This research addresses cybersecurity issues and vulnerabilities in 4G
(LTE) and 5G technology. The findings in this research were obtained by using
primary and secondary data. Secondary data was collected by reviewing literature
and conducting surveys. Primary data were obtained by conducting an experimen-
tal simulation using the support vector machine (SVM) approach. The results
show that cybersecurity issues related to 4G and 5G need to be addressed to
ensure integrity, confidentiality, and availability. All enterprises are constantly
exposed to a variety of risks. Also implemented an efficient SVM-based attack
detection and mitigation system for 5G network. The proposed intrusion detection
system defends against security attacks in the 5G environment. The results show
that the throughput and intrusion detection rate is higher while the latency, energy
consumption, and packet loss ratio are low, indicating that the proposed intrusion
detection and defense system has achieved better QoS. The security solutions are
fast and effective in detecting and mitigating cyber-attacks.

Keywords: Cybersecurity; cyberattack; vulnerability; threat; SVM; IDS

1 Introduction

The progressive adoption of technologies such as 4G and 5G has also brought some risk as they attract
more attacks from hackers. For example, 5G can be considered insecure to some extent as it has many vectors
through which the information and processes can be hacked from time to time. Therefore, it is important that
regulators first acknowledge and accept the existence of threats so that appropriate mitigation measures can
be taken. It is also expected that features such as network slicing will further enhance the security of 5G [1].
With the additional benefits of 5G also come additional risks. 5G creates a higher level of security threats,
mainly because there are additional vectors through which attackers can attack. Another factor to consider in
this context is 5G’s ability to enable numerous connected devices known as the Internet of Things [2].
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Machine learning techniques help in detecting attacks. There is an urgent need to develop machine learning
techniques for network attack detection. Random Forest (RF), k-Nearest Neighbors (KNN), and Logistic
Regression (LR) classifiers can be useful tools for detecting a distributed denial-of-service (DDoS)
attack [3]. These Machine techniques could greatly facilitate attack surface malicious activity detection
and disruption, improve social analysis, and automate repetitive security tasks in IoT networks [4]. In
addition to linear classification, Support Vector Machine (SVM) can also use kernels to perform non-
linear classification. It classifies traffic between normal and abnormal packets, and attacks can be
classified based on traffic characteristics such as source port speed and standard deviation of flow
packets. SVM has been used for a very simple but obvious reason, which is the fact that it has its
development mechanism when it comes to algorithms, and its static prediction techniques lift it above
most frameworks, not to mention how quickly and intelligently it can train and learn algorithms in both
linear and nonlinear capacities. SVM is popular among all other techniques because it can very quickly
separate the linear space from the supposedly nonlinear space [5].

The distributed denial-of-service (DDoS) detection rates are reported in [5–8] using the SVM algorithm
are in the range of 93% to 98%. Therefore, the high efficiency of DDOS attacks and their ability to disrupt
normal network functions is the main motivation for starting this research using SVM. One of the problems
that have been studied in this research concerns the fact that as technologies such as 4G and 5G continue to
develop and evolve, there are more and more security issues. 5G creates a higher level of security threats
mainly because there are additional vectors through which attackers can attack [9]. The other factor to
consider in this context is the ability of 5G to enable numerous connected devices known as the Internet
of Things. So the overall problem is to find ways to maximize the benefits of 5G and on the other hand
minimize the challenges. Given the increasing cybersecurity issues arising from the use of 4G and 5G
networks, new approaches need to be adopted and applied to deal with these issues. A lack of focus on
security can prove to be a disaster.

Therefore, in this regard, it is very important to have a comprehensive infrastructure in terms of connectivity
and network security to effectively deal with the growing issues for cybersecurity [10]. Apart from this, an in-
depth analysis of this problem is likely to be helpful for future researchers who want to conduct further analysis
on this topic. Threats related to cybersecurity refer to the possibilities of an action leading to the corruption or
theft of data and causing disruptions in various online and network activities [11,12].

This research is a step forward in identifying the cybersecurity issues and vulnerabilities associated with
4G and 5G telecommunication networks, the impact of cybersecurity issues and vulnerabilities associated
with 4G and 5G telecommunication networks, and identifying the ways through which the cybersecurity
issues and vulnerabilities associated with the use of 4G and 5G can be avoided. The results obtained from
the primary and secondary data show that there are some important cybersecurity issues related to the use
of 4G and 5G telecommunication networks that need to be considered by the regulators. The result was
compared with the results of previous work reported in [13,14] for validation. The intrusion detection rate
in the proposed approach can be varied according to the number of nodes that arrived in the network.
Moreover, the proposed intrusion detection system can be used to defend against security attacks in LTE
and 5G environments.

The paper is divided into six sections. Section one covers the background of the research, the purpose to
be achieved by this particular study and the questions to be answered. Section two addresses the literature
review by reviewing the analysis of previous research on this particular topic along with highlighting the
main gaps of the study. The research process and methods providing an overview of the methods used in
the research and their rationale are discussed in section three. The test and result analysis and conducting
evaluations and validations based on a particular theme are discussed in section four. Interpretation of the
results is discussed in terms of the purpose to be achieved. The paper is concluded in section five.
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2 Related Work

The development of 4G LTE technology is beneficial in containing the identity of users through 4G
network services. The range of data that can be taken by the hackers from virtually all users around the
world is endless and it could involve tracking the location of a user from the nearest cell tower data and
create problems for the identities of users from their networks [15]. This can be complex as the identity
hackers would then be able to obtain the information about the users’ identities and subsequently use this
information for a wide range of digital misdeeds including money forgery, data theft, and identity cloning
as this is dangerous at a random point at the time of exchanging identities through 4G network technology [16].

In Alshouiliy et al. [17] researchers state that the services provided by 4G network technology may not
have a proper security system to protect the services of 4G LTE services and can be stolen by hackers who
can illegally gain access to the services, which is a major threat to 4G LTE network providers. Unauthorized
access to 4G LTE services can be difficult and complex for users, and the attackers can gain access to 4G
services without authorization, which is a challenge for 4G providers [18]. The hacker can gain
unauthorized access due to weak passwords, low security against social design recently infiltrated
datasets, and insider threats. The attacks on 4G services can be carried out by hackers within the services
in the form of traffic disruption, either between the user’s network and external targets or within the
user’s network [18]. 4G LTE network services can be attacked by the hackers using a range of passive
and dynamic digital attacks including eavesdropping or packet sniffing, remote convention attacks, port
inspection, jamming and denial of administration, fake validation, replay attacks, vulnerability abuse,
traffic investigation and unauthorized access to 4G technology [19].

The 5th generation wireless network infrastructure is based on improving existing mobile networks and
their connectivity to unprecedented levels. Together with the increasing internet connectivity worldwide and
smarter devices than ever before, 5G networks aim to achieve widespread and mass connectivity at optimal
levels. In addition to the numerous benefits expected from the potential of 5G in everyday life, there are also
some risks and challenges that need to be addressed accordingly to achieve maximum benefits. These include
understanding the complexity of the massive network and the corresponding security concerns and threats to
which it is vulnerable [20,21].

One of the cybersecurity issues identified about the use of 5G networks is the reduction of the level of
encryption in early connections. The term “encryption” in this context refers to the encryption of the
communication between a 5G network and a specific device. This level of security during the
communication process is critical to prevent cyber attackers or other dangerous parties from easily
intercepting the communication and using this information to harm the user. On the other hand, if the
encryption during the initial connection is low, the hackers can easily gain access to critical information
about the devices and the network [22]. The advances in 5G have led to cybersecurity issues related to
the increase in load level in terms of bandwidth of the current infrastructure [23].

Threats related to IoT connections have also been identified as a major cybersecurity concern related to
5G networks. Artificial intelligence-equipped devices can effectively and automatically share data and adjust
their performance. Threats related to IoT connections have also been identified as a major cybersecurity
concern related to 5G networks. Artificial intelligence-equipped devices can effectively and automatically
exchange data and adjust their performance to achieve an optimal level of efficiency [24]. Therefore, in
addition to smart device manufacturers and the public, mobile companies must also do their part to
ensure security in a 5G network. Otherwise, it could cause serious problems for the majority of its users
without being the direct target of an attack itself [25].

During the pandemic, the 5G and 4G networks should merge the personal information in an approach
that focuses on services and privacy. There are several ways in which the concept of crowdsourcing can be
used to address cybersecurity issues related to 5G networks, such as use for commercial purposes, use for the
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rapid response after natural disasters [26]. Therefore, it is important to identify how the risks associated with
4G and 5G can be avoided. However, the analysis also shows that it is important for users to be aware of the
challenges so that they can take the necessary preventive measures to avoid the vulnerabilities of 4G and 5G.

The related work analysis has shown that although the magnitude of cybersecurity problems and threats has
increased with the advances in technology, more analysis needs to be done in this regard to reduce the threats
from the cybersecurity problems and vulnerabilities in the future. Based on this information, it can be said
that it is important to conduct further research to find out how to maximize the benefits of 4G and 5G with
special reference to the telecommunication sector and other industries to provide maximum benefits to the users.

3 Research Methodology

3.1 Qualitative Approach

In this research, both qualitative and quantitative data are used. Qualitative data will be collected by
extracting data from secondary sources, such as a literature review, and by extracting data from various
online sources and articles. The reason for obtaining secondary data in the study is to obtain detailed and
in-depth information about the topic understudy in the research related to the study of cybersecurity
issues and vulnerabilities associated with 4G and 5G networks. The survey in this research was
conducted among the strategic level managers in the telecommunication and IT industry. Data analysis
was done using SPSS, which is considered to be an extremely useful software for performing this type of
calculation and analysis. The process started with the identification of cybersecurity issues and challenges
which led to the identification of 4G and 5G challenges.

3.2 Quantitative Approach

In today’s world, the mobile device market has grown tremendously due to the creation of 4G, 5G, and
beyond 5G architecture which plays a major role in wireless ad hoc networks. In recent years, an intrusion
detection system (IDS) has been widely used to mitigate misbehaving users in a cellular environment. A IDS
detects attacks on the network as early as possible and takes appropriate action [27–29]. A IDS detects
actions, but it does not take preventive action when an intrusion is detected. IDS collects all packets from
the network and finds attack patterns. IDS can send an alert to the administrator or a respected device to
prevent intrusion. The flow chart of the proposed intrusion detection system to prevent security attacks in
5G environments is shown in Fig. 1.

3.2.1 Nodes Authentication
We used elliptic curve cryptography (ECC) to authenticate the node. The elliptic curves are used for

encryption, digital signatures, and pseudo-random generators [30]. It uses small key sizes compared to
other asymmetric encryption algorithms. ECC generates public and private keys depending on the elliptic
curve theory. The elliptic curve theory builds on the elliptic curve Eq. (1) as follows.

y2 ¼ x3 þ axþ b (1)

The corresponding elliptic curve for the Eq. (1) can be plotted as shown in Fig. 2, the following terms are
used: E (elliptic curve), P (point on the curve), and n (maximum limit for the prime number).

3.2.2 Key Generation
From the elliptic curve, the public key (Q) is generated as follows,

Q ¼ Pr � P (2)
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Figure 1: The flow chart of the proposed intrusion detection system to prevent security attacks in the 5G
environment
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Here Pr is the random number that resides within the range of n. And P is the point of the elliptic curve.
In the above equation, Q is the public key and Pr represents the private key.

3.2.3 Encryption
Consider a data D on the elliptic curve. Then, a random number k is selected from [1; n� 1ð Þ]. Upon

these parameters, two ciphertexts Ct1 and Ct2 are generated for d as follows,

Ct1 ¼ k � P (3)

Ct2 ¼ Dþ k � Q (4)

3.2.4 Decryption
For received Ct1;Ct2 the original data is extracted as follows,

D ¼ Ct2 � Pr � Ct1 (5)

The ECC algorithm generates public and private keys and performs encryption and decryption
operations. The user U_i who wants to access the cloud submits the {ID,PW} to the TA. The TA first
verifies the ID and PW for the corresponding user. If ID and PW are correct, TA generates random ID
(R_ ID ^t (U_i)). Where t represents the sequence of randomly generated ID for U_i. The first time t = 1,
then it is incremented for each authentication request received from U_i. The random value ID is
generated at each time and is variable. Physically Unclonable Function (PUF) is a strong security metric.
To provide faster and efficient authentication, PUF is presented which is a lightweight authentication.
This PUF is one of the most suitable security solutions for resource-constrained IoT devices. In this PUF,
the designed circuit receives a set of bits with which the response is generated. Based on the challenges
received by the circuit, the response is generated and the particular device is authenticated. In this
process, authentication in PUF is done through two phases as follows.

3.2.4.1 Enrollment Phase
In this phase, the IoT device and the server communicate with each other by establishing a connexion

between them. A challenge is sent from the server to the PUF to ensure that the device is legitimate. After
receiving the challenge from the server, the PUF responds with the appropriate response. In this way, all
challenges are answered by the PUF. The server stores all the challenge and response pairs used in
authenticating the IoT device.

3.2.4.2 Authentication Phase
After registering each IoT device, they are ready for data transmission with authentication. For a

random generation of ID, TA uses the ECC equation as in Eq. (4). The graph generates multiple IDs at
the same time. The random ID is two points such as X,Y that satisfy the curve equation. This step is
formulated as follows,

Ui ! ID� PWf g ! TA (6)

TA ! Rt
ID Uið Þ; if ID&&PW&&PUF&&SK ¼¼ Trueð Þ� �

(7)

where, Rt
ID Uið Þ ¼ X ; Yf g. ECC generates the curve points in a fast manner and also generates multiple

random IDs. Thus, using the ECC curve for random ID generation minimizes the time consumption and
also increases the security level. If the ID and PW are invalid or mismatched, then the authentication
request received from Ui is ignored. This step only allows valid users to the next level.
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3.3 Intrusion Detection from Packets Processing

In wireless networks, there are two steps, namely, data collection and packet analysis for intrusion
detection.

3.3.1 Data Collection
From the network environment, different packet streams are collected at different times. From the packet

stream Packet Size, Packet Type, Host Type, and Protocol Type are extracted. When packet streams are
collected they are stored in the database.

3.3.2 Packet Analysis for Intrusion Detection
This step plays a crucial role in determining whether the input packet stream is an attack or not. Due to

the dynamic nature of mobile nodes, the input packet stream varies in size and context. Therefore, packet
analysis is the first step of intrusion detection, which must be performed adaptively to enable late
intrusion detection. In this step, the process of intrusion detection takes place which analyzes the packet
features and takes the appropriate action. Various packet characteristics such as sender IP address,
destination IP address, protocol type, number of packets sent, time of communication, packet type, and
packet size are used for classification purposes.

Fig. 3, describes how intrusion detection and prevention using SVM, the feature sets are directly derived
from the SVM technique. Intrusion prevention by authentication and can be considered as the first key to
block the existence of misbehaving nodes, and it minimizes the possibility of misbehaving nodes and also
their effects. Symmetric and asymmetric cryptography methods have been proposed as intrusion
prevention methods.

3.4 Experimental Setup

Network simulator NS3.26 and OS Ubuntu 14.04 LTS are used for simulation. The proposed intrusion
detection system is considered as 1000 m × 1000 m simulation environment for testing various security
attacks. The simulation environment for the proposed system is shown in Fig. 1. To test the proposed
approach, the NSL-KDD dataset is used [31]. From the NSL-KDD dataset, all the features are tested and
classified into attacks/normal packets.

Step 1: Create a 5 G-based network which consists of 1-5G Base Station, 1-Server, 2-LTE eNodeB,
2-AP, and 100 User Nodes.

Misbehaving 
nodes

Normal 
nodes

Support 
vectors 

Support 
vectors z/||w||

b

x1

x2

Figure 3: Intrusion detection using SVM
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Step 2: All user nodes are registered with a node ID, PUF, and secret key, where the generation of the
secret key is based on the ECC method.

Step 3: The communication between the user nodes is performed.

Step 4: Based on the communication, the protocol/traffic details are collected, such as IP address of
sender and receiver, port number, communication data size, packet type, etc. (Extract the packet header
information for attack detection).

Step 5: Load the collected dataset (NSL-KDD dataset) and perform the classification process using SVM
(binary classes - normal and malicious).

Step 6: Analyze the generated traffic data and detect the malicious nodes.

Step 7: Plot the graph;

� Throughput (Mbps) in terms of the number of users.

� Latency with respect to the number of users

� Energy consumption with respect to the number of users

� Packet Loss Rate (%) with respect to the number of users

� Intrusion Detection Rate (%) In terms of the number of users

4 Test Result and Analysis

The data was collected from various experts in the IT and telecom industry who are involved in the
deployment of 4G and 5G technology. The analysis of primary data was done using SPSS, high-quality
software for analysis of quantitative and primary data. The tools used for the analysis are frequency
analysis to identify the trend of the respondents’ answers. Regarding the question of the role of
technological advancement in the increase of cybersecurity issues and vulnerabilities, 60% of the
respondents agreed with this statement, which highlights the role of technology and the development of
networks such as 4G and 5G in the increase of cybersecurity issues and vulnerabilities. In terms
of increasing customer usage causing cybersecurity issues related to 4G and 5G, more than 68% of
respondents agreed that increasing customer usage has paved the way for increased levels
of cybersecurity issues and vulnerabilities. For the third question (cybersecurity issues impacting the
integrity of 4G and 5G networks), the results show that overall 50% agreed with this statement, while
34% disagreed and 16% remained neutral towards this statement. One of the security threats related to
4G that is discussed is user identity theft. The results in this regard show that 45% of the respondents
agreed with the existence of this particular threat, while 34% disagreed with this statement and the
remaining respondents remained neutral.

The other question asked in relation to 4G related to hacking attacks as part of the main cybersecurity
issues. Overall, 58% of respondents agreed with this issue, while 31% disagreed. Denial of Service is an
important cybersecurity issue. The results for Denial of Service were almost identical to those for
Hacking, as 58% of respondents agreed with this theme. Encryption is an important issue when using 5G.
The results show that 60% of the respondents agreed with the statements in the questionnaire that
encryption is an important issue when using 5G. When the respondents were asked about the issue of
bandwidth stress when using 5G telecommunication networks, 60% of the respondents agreed with the
fact that this problem exists for the users and therefore appropriate steps are required to solve it. Only
29% of respondents disagreed with the existence of this particular problem.

The lack of central security is another issue that was included in the questionnaire because it was present
in the results of the literature. Slightly more than 50% of the professionals who participated in the survey
agreed with this particular statement that was part of the questionnaire. One of the main threats
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highlighted in the literature and included in the survey was related to the lack of awareness of customers or
users. Of the 100 respondents who participated in the survey, 65% agreed with the statement while 25%
disagreed and the rest were neutral. In terms of whether IoT connectivity creates cybersecurity issues,
there were mixed results on this statement as 44% of respondents agreed with the existence of this issue
related to 4G and 5G telecommunication networks. Privacy Issues associated with cybersecurity issues
and vulnerabilities, out of the 100 respondents, 56% of the respondents agreed that privacy issues are
important in the context of cybersecurity issues and vulnerabilities.

Since it is important to deal with cybersecurity issues effectively, the focus of the survey was also to
determine the importance of the solutions stated in the literature. Therefore, after the analysis, 63% of the
respondents agreed that training the people who operate 4G and 5G networks is very important to deal
with all the issues effectively and reduce the negative impact of the security issues. The last question
asked to the respondents during the survey was related to the importance of taking action on regulatory
and technical adjustments and policies. The results show that 64% of respondents agreed with this
statement, which highlights the need for regulators to successfully implement these measures to reduce
cybersecurity problems and threats.

The simulated 5G network consists of 1-5G Base Station, 1-server, 2-LTE eNodeB, 2-AP, and 100 User
Nodes. All user nodes with a node ID, Physically Unclonable Functions (PUF), and a secret key, the
generation of the secret key is based on the ECC method. Based on the communication between user
nodes, the protocol/traffic details are collected, such as the IP address of sender and receiver, port
number, communication data size, packet type, etc. (Extract packet header information for attack
detection). Load the collected dataset (NSL-KDD dataset) and perform the classification process using
SVM (binary classes - normal and malicious). Perform the packet flow-based feature extraction and the
extracted features are classified using SVM. SVM classifies the packets into normal or malicious as
shown in Fig. 4.

Figure 4: All dataset packets classification
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Generated data traffic is analyzed and malicious nodes are detected. The classification is performed and
classifies the type of attacks, like, DDoS, the man in the middle, Phishing, SQL injection, and false data
injection with the number of counts as shown in Tab. 1 and Fig. 5.

In a network, the packets are delivered via wireless links and also transmitted through either single-hop
or multi-hop communication. It is measured in bits per second (Bit/s or BPS), which can be measured as data
packets per second or per time slot.

Throughput ¼
Xn

i¼1

NPR=
Xn

i¼1

NPS � Num H (8)

where NPR represents the number of packets received, NPS represents the number of packets sent, and
Num_H represents the number of hops from the origin to the destination node. The resulting graph for
throughput (Mbps) for the number of users. Throughput is calculated by the successful transmission rate
of packets from the source to the destination node. It is a positive metric that is higher to indicate that the
IDPS has achieved the better QoS (Fig. 6).

Table 1: Attacks classification

Attack Count

DDoS 892

Man to the Middle 3599

Phishing 3633

SQL Injection 41214

False Data Injection 2931

Normal Count 73704

Figure 5: Attacks classification
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Latency refers to the time required to detect the total number of attack packets at time Dt by SVM. In
other words, it is the attack detection starting time (ADST ) and ending time (ADET Þ.
Latency ¼ ADET � ADST (9)

The resulting graph for latency with respect to the number of users. Latency is an important factor in
designing an intrusion detection scheme, as timely detection of attacks can help to avoid major damage to
the network or severe losses due to attackers. In this study, latency is considered an important criterion to
represent the performance (Fig. 7.).

Figure 6: Throughput vs. number of users

Figure 7: Latency vs. number of users
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For any kind of wireless network, energy consumption is a significant metric that is defined as the rate of
energy spend for processing a single packet from the source to a destination node. Hence, energy
consumption (EC) as Joules is computed by,

EC ¼ EAdv þ EDis þ ESyn þ ERes (10)

where EAdv represents the energy consumption rate for packets advertisement, EDis represents the energy
consumption rate for packets discovery, ESyn represents the energy consumption rate required to
synchronizing the packets and ERes represents the rate of energy consumption for packets
acknowledgment. The resulting graph for Energy Consumption for the number of users. Energy
consideration is a vital asset to enrich network QoS. Most of the attackers aiming to reduce the resources
of mobile nodes. Due to low energy value, nodes are not capable to send a packet from the source to the
destination node (Fig. 8). By proposing novel and lightweight algorithms for intrusion detection, the rate
of energy consumption is reduced.

Packet loss ratio is defined as the rate of packets that are not obtained to the destination successfully in a
network to the total number of packets sent from the source node (Fig. 9).

Figure 8: Energy consumption vs. number of users

Figure 9: Packet loss rate vs. number of users
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PLR ¼ Num of packets sent � Num of packets delivered (11)

PLR is the significant QoS metric in MANET that needs to show greater performance during intrusion
detection. A node’s historical behavior is an essential term that represents the collection of activities
(transmission and reception) for a node. The resulting graph for Packet Loss Rate (%) Concerning the
number of users. With the use of True Positive (TP) attack detection rate is calculated. It is defined by the
sum of packets categorized correctly as attacks as a total number of attacks originally present. It is
computed by:

IDR ¼ # of detected attacks

# of attacks
� 100% (12)

IDR ¼ TPR ¼ TP

TP þ FN
(13)

The resulting graph for Intrusion Detection Rate (%) Concerning the Number of users is illustrated
in Fig. 10.

The intrusion detection rate can be varied according to the number of nodes that arrived in the network.
On the account of SVM usage, both intrusion detection and prevention are worked out and it finds the
attackers inside the network.

5 Conclusions

Cybersecurity issues and vulnerabilities are important because they greatly compromise the use of 4G
and 5G technologies. One of the ways through which users are affected by the use of 4G and 5G is through
invasion of their privacy. In the case of 5G, there is a location data privacy issue that occurs mainly due to the
fact that 5G has a much smaller coverage area, which creates a situation where many cell towers are close
together within a small radius. The cybersecurity challenges can affect users in the form of attacks that are
carried out in different categories. These include privacy attacks, integrity attacks, availability attacks, and
authentication attacks. The presence of attacks on a significant scale has created considerable doubt
among users about the use of these technologies and how they can be used safely in the future. The use

Figure 10: Intrusion detection rate vs. number of users
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of mixed methodology is a challenge as the researcher needs to use both qualitative and quantitative
methodologies effectively and appropriately. The other challenge identified in relation to the process of
data collection and analysis is the ethical considerations that may have affected the validity and
authenticity of the overall findings. The results obtained through the primary and secondary data show
that there are some important cybersecurity issues related to the use of 4G and 5G networks that need to
be considered by regulators. The problem with these challenges is that they affect user privacy and create
issues related to the integrity of 4G and 5G networks. Another important finding was the role of
technological advancement in increasing the level of cybersecurity issues and vulnerabilities. The
resulting analysis of the survey showed that the lack of user awareness is perhaps the most important
issue that needs to be addressed to improve the integrity of 4G and 5G networks. Some other findings
presented in this context include securing end-to-end data along with developing collaboration with
stakeholders so that the required solutions can be identified and implemented appropriately. Simulation
results based on the protocol, traffic details, sender and receiver IP address, port number, communication
data size, packet type etc. The SVM classifiers classify the packets into normal or malicious packets. The
classification is performed and classifies the type of attacks such as DDoS, Man in the Middle, Phishing,
SQL Injection, and False Data Injection. The calculated throughput and intrusion detection rate are higher
while the latency, energy consumption, and packet loss rate are lower indicating that the IDPS has
achieved better QoS. In addition to theoretical designs and implementations, we must recognize that
intrusion detection and prevention is an emerging and growing technology that supports many real-time
and non-real-time applications in all major domains. The main role of intrusion detection is based on
providing security during the communication between the sources and the destination node. However, in
a 5G environment, security is the first and foremost requirement as there is no centralized environment
and also high dynamic mobility. Although Physically Unclonable Function (PUF) is considered a very
expensive option in today’s market, our simulation has shown that it is a very strong security metric and
one of the most recommended and suitable security solutions for resource-constrained IoT devices.
Consequently, it is fair to say that the results of the research will be important for improving the use of
4G and 5G telecommunication technology.
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